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SUMMARY OF ARGUMENT

This Courtis éskeda once again to éxamine the California Public
Records Act [‘CPRA"]-exemption .for law enforcement. records
of investigation provided by Government Code' section 6254,
- subdivision (f) [‘§ 6254(f)"]. Not at issue is whe_ther the random
-recording - of individuals’ l,icenée plates  violates - the Fourth
- Amendment, which all authority shoWs it does ﬁot. Also not before this
Court is whether it is.good public policy for law enfqrcémen.t agencies
to collect and store the data obtained by Automatic Licéhse Plate
“Reader [‘ALPR’] syStems; That is a debate for the Legislature.

- The s_fmple issue presented here is whether ALPR plate scan
data are ex,e,rﬁpt from-disclosure under § 6254(f) because they are
records of investigations.-'.T.he Court of Appeal concluded they were
because each scan is immédiately compared to a list of Iic.,ensé plate
numbers cgnnectedto specific crirheS» or individuals to-determine
if furthef investigation into the vehicle is warranted. Petitio_hers do not
dispute the da-ta( are used for this purpoéé. Insteéd, ‘théy attempt

to distinguish plate scan data from traditional records of investigation

1 Unless otherwise indicated, all statutory references are to the
Government Code. L :




because of the “mass. scale™ of;-_their-col-lection and thei_r"‘prolonged
retention.”' Neither case law nor statutory interpretation supports
the distinctions petitionérs have put forward. |
While petiti'one(s argue “investigation”-cannoi—-—or shoul\d not—
- be interpreted to include ALPR pléte scan’ dafa, they brovide
}no- feasible alternative. Former United States Sup_relnlwe Cburt Justice
~ Potter Stewart once'famously stated he would not attempt to define
the kinds of materials embraced within the description “hard-core
pornography,” but he knew it when he saw it. (Jacobellis v. Ohio
a .(196'4)‘ 378.U.S. 184, 197; conc. opn. of Stewart, J.) In the ensuing
fifty 'years,' courts hav_e “traveled a twisting, rocky road . . . in [an]
| atte‘mpt to enunciate bo"fh a coherent explanation for, and_/ﬂthe proper
Iimit-é on, governmeht suppression of obscene ahd sexually explicit
speech.” (Balboa Island Village Inn, Inc. v. Lemen (2007) 40 Cal.4"
1141, 1175 (dié.'opn.-of Werdegar, J.)) ‘Petitioners would leave
“investigation” similarly undefined and, like Justice -Stewart;-
rely on the courts to know it when they see it. Such an- uhcertain
outcome would leave the public and the govefn‘ment with no standard
for applying § 6254(f).

Petitioners argue plate scan data. are not exempt because

of t_he “mass surveillance capabilities of ALPRs,” but they do not




' propose a means for. d‘etermfinﬁingwhen a surveillance method results
in too much data to be considered an investigation. Théy assert ALPR
scans are not an. investigation because of their-untargeted and
indiscriminate. nét-ure.' But if that criteria were applied in other law
~enforcement cdntexts-,.records created by computer programs looking
for child pornography would have to be disCloSed. (See e.g., State v.
Combest (Or. Ct. App. 2015) 350 P.3d 222, 231-232 & fn. 15,
Petitioners’ insinuation that data obtained with technol-ogy‘ cannot be
records of investigation ‘would lead to disclosure of information
\ gathéred by surveillance cameras, wiretaps, radar guns and red light
cameras. It would be untenable to deﬂhe-“inVestigation” so that any
records collected by _au'tomation rather than hufnan effort \Alould have
to be disclosed.

| Petitioners argu_é only a fraction of ALPR plate scans result in
a 'match.' But an investigation pannot be defined by how méhy
| ihnoceht people are excluded before a perpetrator is identified. There
is still an investigation when police take the fingerprints of individuals
who might legitimately have been at a crime scene for elimin.ation
purposes, .irréspective of how many there are. Nor does the retention
and accessibility of plate scan data for futdre inveétigationé mean they

are not records of investigation. DNA, ﬂngerprints%énd mug shots




are also retained in databases for future use, yet they remain exempt
from disclosure. .

Relying on United States v. J\ones\ (5012) 132 S.Ct. 945 and
the line of authority following it petitioners: argue advances :
in teChno|ogy are: -)changing the legal ramifications of law
'V énforcem_ent’s use of equipment like ALPR. Each of those cases
explored whether evidence obtained through technology without
a warrant must be suppressed. The que‘stion whether there had been
an investigation was never at issue. Moreover, data collected through
the use of a GPS or through cell phone records are very different from
plate scan data. While the former may allow for continuous, pinpoint
tracking of an individual,' ALPR systems merely take ‘random
snapshots of a vehicle at times v‘vhen it is in public view. Jones would
not supporta Foiuth' Amehdme'nt claim against the collection of ALPR
plate scan data and it is\th au{hority for redefining “inveStigatiop.”

Contrary to petitioners’ contentions, the 2004 passage
of Propésition 59, amending the California Constitu.tion to incorporate -
the CPRA’s broad right of access to government information, did not
create a new interpretative rule for exémbtion/s. Rather, it enshrined
the long-standing principle that the provisions of the CPRA should

be applied in favor of disclosure, and its exemptions narrowly




construed.- Petitioners’ v»argumehts -'.that‘ the .Cqurt of Appeal efred .
by relying on the irj-te‘rpretation of § 6254(f) this Court 'esfablished
in Williams v. Supen‘or Court (1993) 5 Cal.4" 337 [“Williams’ﬁ and
Haynle v. Superior Court (2001) 26 Cal 4% 1061 [“Haynle”] or that

those holdings should be reconSIdered are without merlt

BACKGROUND

Real Parties 'City and County of Los Angeles utilize ALPR
technology that consists of: 1) cameras mounted to patrol cars
or stationary stfucturés that scan all license plates in their immediate -
vic‘inity;_ 2) sbftWare that--translates.- -the. scanned irﬁ'ages'into ‘readable
data'and compares them to “hot Iists.;’ of knaWn .IiCenée blaté nUhﬁbe'rs
assomated W|th eveni;s such as auto thefts AMBER Aler’ts
and outstandlng warrants and 3) servers that: store the data
and make them accessible for future mvestlgatlons. (Court of Appeal
Slip Opinion [‘Opn.”] at p. 2; sée also Exhibi't's »to Pétition for Wfif ‘
of Mandate [*Exhs.”] at Vol. 2, p. 427, ] 1’1 ;) Anécdota| evidenc‘e from
throughout the c'ou'nty evs’tabl.ish'e'vs pl'afe sc::anvida-ta- aré us.‘ed every day

to generate investigative leads that help law enforcement solve




serious felonies; recover.abducted children, find stolen vehicles,
apprehend fﬁgiti\(es and support terrorism investigal_tions.2
The system is designed so that if a mobile ALPR unit detects

a license plate number that matches one on the hot list, officers

are notified by an audible alert and notation on ‘their patrol car's -
computer screen.® (lbid.)v'Fixed‘ ALPR units similarly notify a central

dispatch when a match is ‘detected. These alerts permit officers

to further ihvestigate_and determine whether the driver of the identified
vehicle is implicated in the event that put the plate nhumber on the list.

This “active” use of the data permits a greater number of vehicles

2 There are myriad examples of how ALPR data have assisted
law enforcement in identifying, locating, and apprehending suspects.
One well-publicized incident occurred when a Virginia state trooper
entered into her ALPR a license -plate number associated with
the man who had shot and killed a reporter and cameraman on live
television. The reader showed the suspect's car. had passed
the trooper only a few minutes earlier. (Mary-Ann Russon, Virginia
Shooting: Police Tracked ‘Bryce Williams Within Minutes Using
License Plate-Read/ng Technology, Intl. Business Times (Aug. 28,
2015), at http://www. ibtimes.co.uk/virginia-shooting-police-tracked-
. bryce-williams-within-minutes-using-licence-plate-reading-1517472;

see also Matthew Heller, License Plate Readers; Another Step
Toward “Big Brother” Surveillance?, MintPress News (Apl‘ll 30, 2014),
at http://www. mintpressnews.com/license-plate-readers-another-
step-toward-big-brother-surveillance/189826/ [highway - sniper

identified using ALPR data]; State v. Wilson (La.App. 2015) 169 So0.3d '

574, 575-576 [ALPR used to apprehend armed robberl]. )

3. See David Downs, Dragnet, Reinvented (March 2006),
at archive.wired.com/wired/archive/14. 03/Iapd htmI for an account
of how this process works in realtime.: STETICRRE EUPIE :

3 6
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to be checked while freeing: officers to respond ‘t6 other problems.
(Rand Corp., License Plate Readers for LaW Enforcement:
Opportunities and Obstacles (July 2,‘ 2014), p. 13.)4

Real parties each collect data from more than one million ALPR
plate scans per week, and retain that data for two to five years.
(Op'n. at p. 4.) This “historic’ data may be queried in subsequent
investigations, with access strictiy limited to authorized Ilaw
enforcement personnel _actihg for‘ Iegitiméte law enforcement -
purposes. (Exhs. at Vol. 2, pp."427-428, 16.)

This 'cése ‘arose from .petiti’oners" CPRA requeéts seéking
records related ,'to réa_l b_értieg’. use of ALP»R.technology,, ‘includi'ng
“all ALPR data collected or’ generated” during a one-week period
in August 2012, consisting of, “at a‘ minimum,'the license plate
humber, daté, time, and location information for each |i_¢ense plate
~ recorded.” (Exhs. at Vol. 1, pp. 2-5.) While reai .parties brpduced
records respons'ive; ‘to'p'etitioners’ requests for policies, guidelines,
and fraining materials concerning the use, access, and retention
of ALPR plate scan d,até‘, they refused to disclose the plate scan da;ca,
arguing they were records of inVesfig'ation. (Ibid.) The Superior.Court

- denied petitioners’ petition for writ of mandate to compel production,

4 Http:/lwww."rand.org(pubs/research_repor‘ts/RR467.vhtml.

7




agreeing § 6254(f) applied. That decision was affirmed by the Court
of Appeal, which held the ALPR system was deployed “to assist in law
enforcement investigations - involving an identified aUtomo-bi’I_e’s

license pl‘ate number.” (Opn., p. 10.)

ARGUMENT

THE COURT OF APPEAL CORRECTLY FOUND ALPR DATA
- ARE RECORDS OF INVESTIGATION EXEMPT UNDER § 6254(f)
AND PETITIONERS’ ATTEMPT TO REDEFINE THE TERM
SHOULD BE REJECTED

A.  Petitioners’ Arguments Against the Interpretation of § 6254(f)
Developed in Williams and Haynie Have No Support in the Law
and Would Result in Confusion and Uncertamtv for the Public,
the Government, and the Courts

N Rules df Stai‘utory Construction Support the Court of
Appeal’'s Common Sense Interpretation of “Investigation”

~ Petitioners ask this Court to reinterpret, “investigation,”
as used in § 6254(f), so as to exclude ALPR”V'pIate scan data

by reading into the statutory Iéng_uage “a requirement that




an investigation be “targeted” or based on “some level of sUs’p‘icion.”
'Recognized principles of Stét'u'tory construction do not permit such
an intrusion into the Legis,l'a‘ture’s pr0vihCe. (See In re AM, supra,
225 Cal.App.4" at p. 1083.) |

When interpreting-»a statute, a court looks first td its words,
giving them their usual and ordinary meaning,' while construing the»m
in light of the statute aé awhole and its purpose. (In re Ethan C. (2012) |
54 Cal.4" 610, 627.) When specific terms are nv'o‘t defined, courts
generally look to the common knowledge and understandihg
of.members of -the particular vocation or profession to which the
statute applies for the meaning of those tér‘ms.‘ (Pasadena Police
Officers Assn. v. City of Pasadena (1990) 51 Cal.3d '56_4, 575.)

“Investigation” has a commonly understood meanihg that is n»ot
circumscribed as petitioners propose. Dictionary definitions include
;‘to hake a systema"tic examination,’ éspeCially: to conduct an official -
inquiry™ and “a careful examination or Sear.chv in order to discover

{
facts or gain information.”™

5 Merriam-Webster Dictionary 2015, at http: /www.merriam-
webster. com/dlctlonary/lnvestngate italics in original.

6 Amer. Heritage Dict. of the English Language, 5™ ed (2013) at |
hitps://www.ahdictionary.com/word/search.htmi?g=" .
investigation&submit.x=38&submit.y=15.




“Black’s ~ Law..; Dictionary - defines  ‘investigation’

as ‘[f]he activity of trying to find out the truth about

something, such as a crime, accident, or histbriCaI issue.”

(Black's Law Dict. (10" ‘ed.- 2014) p. 953, col. 2.)

(People v. Superior Court (Johnson) (2015) 61 Cal.4‘h

696, 714;‘ ‘see; also Pullin v. Sup,en'orv Court (2000)

81 Cal.App.4?h 1161, 1164 [“Bl‘ack;s Law Dictionary

defines ‘investigate’ this way: ‘To inquire into (a matter)

systematically . . ])

The comparable exemption under the federal Freedom
of Information Act [‘FOIA”] ap-plvies to “records or inf_orr’h“ation compiled
for law enforcerhefntv purposes” where disclosure would meet one
of six specified conditions. (5 U.S.C. § 552(b)(7XE).) Whille this Court
has cautioned against reading FOIA Iénguage into the CPRA
(Williams, supré, 5 Cal.4™ at pp. 3‘51—'3'52),,it‘ remains true the two
enactments have similar policy objectives. (Regents of University
of California v. Superior Court (2013) 222 Cal.App.4"" 383, 400.)
As California lcourts do with the CPRA, federal courts .construe
the FOIA exemptions narrowly in favor of disclosure. (See John Doe
Agency v. John Doe Corp. (1989) 493 U.S. 146, 152.) Yet federal

courts require only a “rational nexus”’ between an .agency's
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law enforcement duties -and the document claimed to be exempt
for § 552(b)(7)(E) to -apply. (MacPherson v. IRS (9" -Cir. 1986)
803 F.2d 479, 482 [broad reading of exemption serves intent
to prevent disclosure of sensitive in.forméti/on about innocent
individuals].)

For example, in Chivers v. United Stateé Dept. of Homeland
Sec. (S.D. N.Y.2014) 45 F.Supp.3d 380, a district court found exempt
records from a databa_se'maintaihed by U.S. vCustoms and Border
Protection containi_ng details about individuals traveling to and from;
the United States. The datébase’:- was designed to collect, maintain
and screen information to augment a‘n individual officer’'s decision-
making process about whether a traveler or crew member should
receive additional screening. (/d. at pp. 384, 388.) The district court
cbncluded the data was »eXempt because disclosure would reveal
Iéw enforcement techhiques that could enable potential violators
to circumvent the examination procedures. (/d. at pp. 388—390.).

In arguing for a narrower COnstructip_n of § 6254(f), petitioners
cite to the dissent in Gen. Dynamics Land Syé. v. Cline (2004)
540 U.S. 581, and assert the lack of a modiﬁer before “investigation”
supports their | position. '(Méfits‘ .B‘rie’f .at p. 33) However,

Gen. Dynamics actually supports the Court of _App'éal decision.
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United - States S;up;rem{ef Court differentiated “general -terms

that in ;every.-day '-usage requirev‘modif ers to tndicate any relatively
narrow application” from those where the textuat setting makes
a narrower reading. the more natural one. (ld at pp- 597- 598 italics
added.) Petitioners appear to concede ‘investigation” is a general
term- that would reqwre a modifier to indicate a narrow apphcatlon
‘ The lack of a modifier in § 6254(f) supports the broad construction
adopted by the Court of Appeal.”

Peti/tiovners-con'tend |ndtscr|m|nately collected data ... through
auto_mated surveillance technology, without suspicion of wrongdoing
and,witho.ut a'ny human targeting at all’ may lead to .a parade
of horribles that requires public monitoring. ('Merits’Bri‘ef at p. 36.)
Speculation- vabOut»possibIe misuse is not' a factor to be considered
Whe.n_'detertnint-ng the valid‘i-t-y or jscooe of'_a statute. (See, e._g_'.,

United States v. Diaz-Castaneda (9" Cir. 2007) 494 F.3d 1146, ‘t152;

7 As an example of how data may be abused, petitioners point
to a Washington, D.C. police officer who pleaded guilty- in 1998
to extortion after looking up the license plate ‘numbers of vehicles
he observed near a gay bar and blackmailing the owners. (Merits Brief
at pp. 37-38.) What they fail to mention is the officer was not using
ALPR technology:but was manually checking each number. The data
obtained by that officer would not be records of. investigation because -
they were obtained for his own use-and not: for 'law enforcement
reasons. It is the purpose for the' creation’ of: the “records 'that
determines if the exemption applies, not the means of collecting
the data. .
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 [possibilities of database error and police officer abuse do not create

legitimate- expectatio)n of privacy].). Records do not Iosé their
“exemption simply because they might be ‘gathere'd impropérly.
‘The solution to potential misuse l_ies with the Legislature,
“which may enact protéctive measures such as strict ‘data access
controls, martdatory auditing, and regular reporting.®

The meaning of the words in a statute cannot vary with
the public »p‘olyicy concerns of any particular-application. And not all
statutory interpretations are equally reasonable: “[T]he mere fact that

one may make a theoretical and unsupported argument to broaden

8 State legislatures, including California’s, have proposed
or adopted a number of different regulatory schemes, most of which
focus on the use and retention of ALPR data. In 2015, the California
Legislature addressed its concern about the privacy of personal data
collected by ALPR technology by enacting the Reader Privacy Act
(Civil Code § 1798.90 et seq.), which imposes a variety of security,
privacy and public hearing requirements on the use of ALPR systems .
and retention of the resulting data. Making that same data easily
accessible through the CPRA by narrowly defining “investigation”
would seem contrary to the Legislature’s intent,

No state has entirely banned ALPR systems. New. Hampshire
has the strictest iaw, prohibiting the use of cameras on the roads
for determining the ownership of a vehicle or identity. its occupants.
However, the statute includes an exemption for certain investigatory,
traffic and security purposes. (RSA § 236:130.) In 2013, Utah banned
the use of ALPRs but exempted law enforcement agencies “protecting
public safety, conducting criminal \investigat_ion‘s, or ensuring
compliance with local, state, and federal laws.” (Utah Code Ann.,
§ 41-6a-2003(2)(a):) Attempts to ban the technology have. falled
in several states, including Missouri (SB 196 (2015)) and Montana
(HB 344 (2015)).
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the scope of the ‘statute or to harrow its exceptions does not
neéessarily mean the Ianéuage at issue is legitimately susceptib.le
of that interpretation.” (Kelly v.- Methodist Hospital of So. | Califorhia
(2000) 22 Cal.4t 1.108, 1114.)

| | Petitioners contend the Legislature could not have intended
- § 6245(f) to apply to “suspicionless and untargét”ed'mass surveillance”
because diéclosure of ALPR data does not‘implicate the exemption’s
concerns about “protect[ing] ‘the very sensitive investigatiVe stages
of determining whether a crime has been ’cofnm'-itted or who
has committed it.” Haynie, 26 Cal.4%" at 1070.” (Merits Brief at p. 18.)
A simi|ér restrictio’ﬁwa's, su-gge‘sfed in Williams through a. test that
would “ekempt [documents_] from disclosure only. if ‘1)4they directly
pertain tO'Speciﬁc, ’co‘ncrete and definite investigation of‘ possible
violations of the ?riminal law; or 2) their disclosure would impair the
ability of Iéw enforcement agenciés to conduct criminal investigations
by disclosing confidential fnformants, threatening the safety of police
agents, victims, or witnesses, or revealing i‘nvesti‘gativé techniques.”
(Williams, supra, 5 Cal.4" at p. 354.) This Court found no statutory
| support for such an interpretation, noting the Legislature had
“expressly impoéed séveral precise limitations on the cOnﬁdentiality

of law enforcement investigatory records . . . [and] was capable
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of articulating additional,‘limitatiions::if ‘:thAat is what it had intendéd |
to do.” (/bid.)

Petitioners assert the ability. of ALPR.s'-‘ to scan Iicense*plétes
exponentially faster than human officers should be taken
into conside(ration when - interpreting “investigation.” T-he‘ Court
of Appeal disagreed, holding . “that distinction ié irrelevant
to the question of whether the ALPR system’s core function
is to ‘uncover[] .information surrounding ' the cofhmiséion of the
~ violation [of law] and its agency’ — ie, to investigate suspected
crimes. (Haynie,“ supra, 26 Cal.4™ at p. 1071.)" (Opn. at p. 13.)
Thereis no aut'hority for the premise poiice work ceases
to be an investi'g'atio'nl simply because officers have increased
their effectiveness | by augmenting ’their: ‘sen_sor_y_ f’acult'ies.
with téchnology_.- (See United Sfates v. Knotts (1983) 460 U‘.S-.' 276,
282,284.) | |

Petitioners ‘claim “[dJictionary definitions “.;of the word
‘investigate’ s@ggest ta;geted or chuse‘d iriquiryf” (Merits __ Brief
at p. 13.) This contention is not -unlike_ the ohe r,ejec‘téd"b)} this Court
in Haynie that records of investigation should not bé deemed
to include routine or' evéryday*police activityv. 'Thi}‘s] Couf't held the -

“proposed limitation finds no support in the ‘statute';” (_jHaynie,, supra,
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26 Cal.4® ét p. 1070.) Petitioners’ ,e;fort “to graft a requirement of need
onto the statuté” should be rejected as these s,ifnilar arguments
have been in the past. (/d. at p. 1071, citing Williams, supra, 5.Call.4th
at p. 354.)

- The common u.sageﬁ of “investigation” makes .nb distinction
between inquiries into a specific complaint and observation of a public
place for the presence of persons or vehicles involved in multiple
-' incidents.® When pé\trol officers are giveh‘ a list of stolen vehicles
to look for while driving or walking their beat, their observations

are part of the investigation into each offense. By the same reasoning,

9 Other states with similar public record exemptions do not define
the term as narrowly as petitioners propose. For example,
North Carolina, which exempts “records of criminal investigations”
from disclosure; defines the term as “all records or any information
that pertains to a person or group of persons that is compiled by public
law enforcement agencies for the purpose of attempting to prevent
or solve violations of the law, including information derived from
witnesses, laboratory tests, surveillance, investigators, confidential
informants, photographs, and measurements.” (N.C. Gen. Stat.
§ 132-1.4(b)(1) (2003) ) Vermont'’s ALPR law declares both active and
historical data “shall be considered collected for a legitimate
law enforcement purpose.” (23 V.S.A., § 1607(A)(1).) Massachusetts
limits the investigative material exemptlon of its Public Records Act
to records “the disclosure of which would probably so prejudice .
the possibility of effective law enforcement that such disclosure would
not be in the public interest.” (G.L. ch. 4, § 7(26)(f) ) Yet a recent bill,
which stalled in the Massachusetts House, would have de8|gnated
ALPR data as “personal information” not to be dlsclosed (HB 4098,
§ 14 (2014).)
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a s'ystem‘of hardware ‘af‘r-id"f‘ -SVOftwar‘e that scans license plates for that
purpose is contributing to those investigations.

‘Moreover, ALPR 'écanning is a targeted investigation.
- Petitioners’ arguménts rest on the 'pfopositidh‘ }hat the perpetrator

defines what is an investigation, not the crime. They repeatedly

protest the Court of Appeal’s application of § 6254(f) to ALPR plate
scan data “lead[s] to the absurd conclusion that all drivers in Los
Angeles are constantly under investigation.” (E.g., Merits Brief, p. 15.)

It is the crimes associated with the plate numbers on the hot list that

are being investigated; ALPR use is simply a step in the inve’stigaiion

that helps locate vehicles on the list and possibly thereby identify

a suspect. “It follows that tI?e records the ALPR system'geherates

in the course of attempting to detect and locate these kauto‘mcﬁibiles

are records of those investigations.” (Slip.Opn. at p. 10.)

The Court of Appeal .acc_epted real paﬁieS’ representations that
ALPR piaté sca:h data “would not exist were the County or the'Cify
not investigating specific crimes in an attempt to locate pefsohs who
are suspected of having 'committéd crimes.” (Opn._;at p. 10; see also
Exhs. at Vol 1, 27:21-24, 41:8-14, 65:10-15, 68:20-22.) Factual
findings which are supported by substantial evidence will be upheld

by this Court. (Los Angeles Unified S_choolDiS_f_. " V. SUpériQr Court
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(2014) 228 Cal.App.4t" 222,237.) ALPR scanning of all license plates | B
in the vicinity of the ca-mera is h‘o different from other méans
of gathering'eviden_ce,y auch as taking all the fingerprints in a hotel
room crime scene even though‘the majority will be of no use
in identifying the perpetrator. | |
Petitioners’ objection that the Court of Appeal deci’sion'bllo'cks.
public access. to information about police surveillance and data
coliection “and' stifles informed debate about the -bala‘nce of privacy
and secu__‘rity” (Merits Brief at p. 36) is an argument for the Legislature,

not this Court.” A court may not, “under the guiSe_' of construction,

10 Petitioners contend they “seek access to public records
so that the legal and policy implications of the government's
‘use of ALPRs to collect vast amounts of information on almost
exclusively law-abiding Angelenos may be fully and fairly debated.”
(Merits Brief at p. 6.) Their reasonfor requesting the records
is irrelevant to the application of the CPRA exemptions. (§ 6257.5.)
And noble goals are not'a basis to ‘judicially repeal, under the guise
of statutory interpretation, the exemptions provided by the PRA.”
(Northern Cal. Police Practices Project v. Craig (1979) 90 Cal.App.3d
116, 121.) However, ‘it is notable 'petitioners have never explained
why the plate scan data they requested are necessary to accomplish
the policy debate they seek. As of July 2013, the ACLU had made :
public record requests to local, state, and federal ‘agencies . that ‘
produced over 26,000 pages of documents about the policies, : %
procedures and practices for the use of ALPRs. (See ACLU, You Are
‘Being Tracked, How: License Plate Readers are Being-t Used to'Record
Americans’ Movements (July 2013) at p. 3 at https //www aclu org/
feature/you-are-being-tracked.)

Petitioners analogize the collection of plate séan data to NSA
surveillance programs that captured- bulk: telephony metadata, - .
and contend it was' only when the facts of- such programs became : ' i
/
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rewrite the law or give the words an effect diftérent from the‘plain and
direct import of the termis"use'd‘.” (California Fed. Savings & Loan
Assn. v. City of Los Angeles (1995) 11 Cal.4™ 342, 349.) The wisdom
- of providing a broad exerription for law enforcement records without
regard for changes in technology is \a matter for Ieglslatrve
determination. ThIS Court may not - substltute its judgment
(or petitioners’) for that of the Legislature unless it “is clearly

and palpably wrong and the error appears beyond a reasonabie doubt

known that there could be debate and policy. change. (Merits Brief
atp. 6.) But that debate and policy change did not require public
disclosure of the metadata. itself. Similarly, in a July 2013 report,
the ACLU described its “success” in raising awareness of ALPR
technology in Brookline, Massachusetts using information found
on the internet and in public records. (/d. at pp. 23-24.) Ptate scan
data were unnecessary.

' While many states have passed Ieglslatlon addressmg ALPR
technology, none has made the resulting data available to the pubilic.
(See e.g., Ar. Codes Ann., § 12-12-1803; Me. Rev. Stats., § 2117-A.)
Examples provided by petitioners do not support their case.
After the release of ALPR data showed where the Minneapolis
mayor's vehicle had been on multiple occasions (see Merits Brief
at p. 37), Minnesota passed legislation that, among other things,
designated the data as private. (Minn.. Stat. § 13.824(2)(b).)
Boston police suspended the use of ALPRs in 2013 after their
inadvertent release of data caused concerns about the reliability
of their security. (Merits Brief at p. 40.) The Massachusetts
Legislature then made several attempts to enact Ieglslatlon regulatlng
the use of ALPRs and designating the data as “personal information”
exempt from disclosure under the state’s Public Records Act.
(See Senate Doc. No. 2141.) The predommate commonallty of the
legislative actions taken by -other jurisdictions is a concern for the
security of the data resulting from the use of ALPRs.
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| )from facts or evidence which: cannot be controverted, and of which

1

the courts may properly take notice. (Lockard v. City of Los Angeles

(1949) 33 Cal.2d 453, 461.)

ii. Nothing Included in or Omitted From the Language of
- § 6254 Raises an Inference the Leglslature Intended to
or Would Exclude ALPR Data

Petitioners assert the application of § 6254(f) “to ALPR

technology’ yields  an extraerdinary result :unintended
by the Leglslature (Merits Brief at P. 4.) When interpreting a statute
however courts do not assume the Legislature would not have
included matters not then cv:ontempiated.12 Legisiation fram.ed
in general terms and ’designed for prospective' operation'should
be eonstrued to apply to sUbjects falling withinv its Jge‘nerel terms even
though they come into existencé later.

“Fidelity te vIegisIatiVe intent does not ‘make it impossible

to apply a legal text to technologies that did not exist

when the textwas created. . . . Drafters of every era know

12 Equally inappropriate is petitioners’ suggestion this Court
should diverge from its earlier rulings because it “could not have
contemplated an application of § 6254(f) that would cover such a vast.
collection of data”™ when it interpreted. the exemptlon in Williams
and Haynie.” (Merits Brief at p. 28.) - i
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that» technol-og-i"caul .a‘dvance‘s will _proceed” apace - and
that the rules: they create'will' one day--apply to ai-l sorts
of circumstancesz they cbuld not .possibly envision.”

(Apple Inc. v. Superior Court (2013) 56 Cal4® 128,

137.)1 |

‘This Court has held, for purposes of interpreting statutes,
it matters not whether the drafters, voters or legislators consciously |
considered all the effects . . . of the provisions they wrote and
“enacted.” ({People V. Gar,cia(199»9). 21 Cal.4" 1,14.) “Old laws apply
to changed ,situations. The reach of [an] act is not sustained
or opposed. by the fact that jt is éough-t ﬂtobri.ng new situations under
its terms. . . . "(Browder v. United States (1941) 312 U.S. 335,
339-340; fns. omitted.) Petitioners’ Speculatio.n “the Legislature
did not expressly intend the exemption for records of law e_hforcement

investigations to extend to records generated from the automated and

suspicionless logging of the license plafes of millions of law-abiding

13 in Apple, this Court concluded the Credit Card Act did not apply
to online music downloads. However, this was not because such new
technology had not been contemplated by the Legislature
but because the Act's safeguards against fraud were not available
to online retailers = selling ~ electronically downloaded product.
(/d. at pp. 139-140.) o :
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Los Angeles drivers” (Merits: Brief at p. 5) is an insufficient basis
for this Court to read t'-f]eir»prop'osed restrictions into the statute.
There is no principle of statutory interpretation whereby a court
: wpuld decline to apply a statute to a situation its Ianguage concededly
covers on the belief that, if the Legislature had foreseen modern
éircums-tances, it would have adopted an ‘e;(ception. 'Rathér,
if the Legislature chose language which fairly brings ALPR data within
the exemption, ‘it is unimportant that the particular application
may not have been contemplated by the legislators.” (Barr v. United
States (1945) 324 U.S. 83, 90.) It is for the 'Législz;turé, not the courts,
to enact a differently worded law if unfor"eseen-dev.e'lopments. make
it necessary.
The language of § 6254(f) shows a iegislative intent to create_
the “broad™ inVestigatioh exémption l-‘des\cribed "by this Court
in Wiliams. (Williams, supra, 5 Cal4™ at p. 349.) The first part
of the statute dovers any local or state police agency, the Depértment
of Justice and the Attorney General's office, and exempts |
from disclosure complaints to, investigations éonducted by, or records

of intelligence information or security procedures of those agencies.

The latter part of the section grants a complete exemption for any
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other state or local agency’s invéstig-at‘ory or security files created for
_correcti‘onal, law enforcement or licensing purposes.

The expansiveness of this language contradicts Petitioners’
claim § 6254(f)'s limited disclosure ‘requireménts -indicate a legislative
intent to restrict the exembtion to targeted inquiriés. They argue
the disclosures “would result - from targeted inyestigations
into parﬁcUlar individuals or suspected criminal acts, not from
indiscriminate collection of information on law-abiding civilians.”
(Merits Brief at pp. 13-14.) This is a logical fallacy. First, as noted,
every }scari is part of ea_’ch investigation represented by the numbers
on the hot list and, as’ such, related incident and victim information
may have to bez disclosed. S-qdond, petiti.o'ners’l conclusion conflicts

'with their characterization of the ALPR procedure. If a match between

a randoml ALPR plate scan 'énd an entry on the hot list results
in an arrest, {theA required disclosures would havé resulted
from the “indiscri.minate cc.).l‘lection of information on law-abiding
civilians.” .It is only because § 6254(f) doéé not require disclosure
of evid'encé cdllected in the search for a perpetrator that most plate
scan' data would‘ not be released. It is ndt because there has been /

no investigation.
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- Petitioners read too much into the disclosure requirements.
This Court looked at them. in‘_\Vl/illiams. and concluded the Legislature
intended to (equire the release of information derived ffom |
investigative records while preserving the exemption for the records
themselves. '(»Williams, supra, 5 Cal.4™ at p. 353; see also Haynie,
supra, 26 Cal.4™ at p. 1068.) The.disclosure-.requirements “represent
“the Legislature’s judgment, set out in exceptionally carefull detail,
-about what item-s of information should be diéclo'sed and to v;/hcm.
Unless that judgment)runs, afoul of the'Constitutioh it is not our
provmce to declare that the statutorily required disclosures are
,madequate or that the statutory ‘exemption from disclosure is too

broad.” (/d. at,p. 361; accord,, ‘Haynie, ibid.)

ji. ~Cases Like Haynie and Wiliams May Not Be
Distinguished ~ Simply - Because  They . Arose
From Targeted Investigations '

Petltloners argue the Court of Appeal erred in relying

on exustmg case law mterpretmg § 6254(f) because each decision

involved a narrow mqwry mto a specific incident. (Ments Brief

at pp. 16-19.) The results of those cases did not hinge on, or even
take into consideration, whether the investigation was “targeted.”

Precedent does not lose its value in determining related issues merely
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because it is not “on. all fours.” (See, eg The MEGA Life & Health
Ins Co. v. Superior court (2009) 172 Cal.App.4" 1522, 1529, fn. 7.)
Nothing in the reasoning or results of Haynie or any other case cited
by petitioners suggests the “targeted” nature of thé ~underlying
,: investigation deprives them of their precedential value when cited
in support of applying § 6254(f) to ALPR plate scaﬁ data..
Using the facts of Haynie to illustrate their point, petitioners note
r lthat case ‘“involved an invesﬁgation targeted from its inception.
at responding to. a specific ‘repor-t‘of possible criminal aétivity.”
(Merits Brief at pp. 16-17.) In.Haynie, a CPRA request was made
for citizen reporis and‘»police radio calls following the police stop
' of .an African-American moto.rist based on the mere suspicion
of criminal cdﬁduct. The call that prompted the stop did not
‘hecessarily describe a crime-and 'no arrests were rhade after
" the motorist was detained. (Haynie, 'supra, 26 Cal.4*“»at p. 1065;)
“ This Cbun applied § 6254(f) to the records, holding:

“Limiting the section 6254(f) exemption only to records

of investigations where the likelihood of enforcement

has ripened into s'omething concrete and definite would

expose to the public the very sensitive investigative
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stages of determining whether a crime: has been

committed or who has committed it.” (/d. at p. 1070.)

in Haynie resulted in an invéstigation but the actual report of a stolen

vehicle or AMBER Alert that results in a license plate number being

when police are not certain a crime has been committed but not when
there is a known crime and the only suspect information is a license

plate number. Petitioners show the fallacy of this proposed distinction

“ongoing” investigations but assert they are not “a record of 'an‘inquiry
‘undeﬂaken fdr détermining whether a violation of law may occur
or has occurred’ undér Haynie.” (Merits Brief at p. 22.)

In Haynie, this Court provided a distinctidn that is both ‘Iogical
and workable: |

“[Bly including ‘routine’ and ‘everyqay-’ within the ambit

of ‘investigations’ in section 6254(f), we do- not mean .

to shield everyt.hing law fen\forcement' officers do from
disclosure. [Citation.] Often, officers make inquiries

of citizens for purposes related to crime prevention

and public safety- that are unrelated to either civil

By petitioners’ logic, the civilian tip' regarding a‘possible crime

on the hot list does not. In other words, an investigation may occur

when they simultaneously acknowledge plate scan data are used for




l

or criminal ~inve.stig'ati6’ns. ‘The records of investigation

exempted under 's:'e'ctién. 6254(f) encompass only those

investigétions undertaken for the purpose of determining

whether a violation of law may occur or has occurred.

If a violation or potential - violation is detected,

the exemption also-extends to records of investigations

conducted for the purpose of uncovering information

surrounding * the commission of the -viola’tidn and

its agency. Here, the investigation included the decisio‘n»

to stop Haynie and the stop itself was for the purpose

of discovering whether a violation of law héd occurred

and, if so, the circumstances of its commission. Records

reiating to-that investigation are exempt from disclosure

by section 6254(f).” (Id. at p. 1071.) °

This distinction may be simply and co,nsiétently applied,
even to license plate data. The Department of Motor Vehicles
registration database is not a record of investigation because the plate
numbers were collected fo-r’administrative pufposes, evén if it has
been acbessed by policé during an irivestigation. On the other hand,
ALPR plate scan. data are exempt bécause, as the trial court

recognized, they exist only as a product of the system’s use
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as an investigative tool. (Exhs. at Vol. 1, 25:9-13 [‘[D]ata is used
solely for criminal investigations. It is not used for crime prevention.
Itis not used for public safety.”]) Petitioners do not dispute this..
(See Merits Brief at p. 18 [“ALPR plate scans . . .-are only precipitated
by the nonSpeciﬁé goal of collecting data on thousands of license
plates each hour that )T_iay be helpful'ir; locating known stolen
or wanted vehicles.”; italics added; see also ACLU, You Are Being
Tracked, supra, at p.5 [law enforcement use of ALPRs is to check
hot lists .of sto_len vehicles, vehicles used in commission of a crime,
subjects of AMBER Alerts or felony arrest warrants, and ‘people
required to register as seX offenders or on supervised release].) .

The comparison of license plates on the street to those on the
hot list is part of an investigation, whether done manuéliy by an ofﬁcér
or automatically by the ALPR system. The plate scan data are created
for that purpo,ée and-are thférefc?;re exempt under § 6254(f).

wd e

iv. . Acceptance ‘of Petitioners’ Arguments Would Leave

the Public, .the Government, and the Courts Without

T Workable Definition  of  Investigation, Creating
 Confusion and Uncertainty

a3 ' CPRA exemptions, § 6254(f) represents

a ba'lé'ri et ﬁgv_:;,ihtejrests:'1) prbviding the public full access
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to information regérding the working of government; 2) protecting the
privacy of people named in government records; and'3),«prevehting
and prosecuting criminal -activity. (Rackauckas v. Superior Céurt,
supra, 104 Cal.App.4™ at p. 173.) Thisv makes it irhperative that
the parameters of the exemption be clear to government, the courts,
and the public. Adoptih‘g. petitioners’ proposed restrictions on what
an investigation is would lead to confusion and uncé_rfainty in applying
~ the exemption. Petitiohers point to feétures they say distinguish ALPR
data from .recordé -of investigation, but they do not address how the
exemption should apply io other records with similar characteristics. |
Petitioners’ pfimary contention is that ALPR data are not
records of investigation because plate scans are ind'i_scrirﬁinate rather
than targeted. (E.g., Merits Brief at p. 13.) To the extent they advocate
widesp_read data collection- can never be. an investigation,
theré is ho supporﬁng la:uthorityl... (Compare In re FBI fof an Order
Requiring the Prod. Of Tangible Things (Fbr'. Intel. Surv. Ct. June 19,
2014) 2014"s»U.vS.-Dist.'\l_._El).(IS‘157_864, *1414 [reaéonable grounds

to be'lieve..bu‘lka.telephoriy metadata relevan.t to NSA investigations].) |

4 California "Rules of Court do not prohibit the - citation
of unpublished federal cases as persuasive authority. (Landmark
Screens, LLC  v. ‘Morgan, Lewis & Bockius, LLP (2010)
183 Cal.App.4™"238, 251, fn. 6.) ' |
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Funh‘er, petitioners - dO'no"t“eXplain how their proposed
distinction could be apbliéd COnsisténtIy. ALPR cameras .sca‘n all
license plates within yth‘eirvrang‘e.,‘ Héwever, they do so as part_‘
of multiple targeted investigations, as shown by the data’s comparison
to license plates'numbc-\zrs‘ believed to be connec:ted to specific
criminal offenses or off_enders. A -patrol officer must do the same,
looking at all licens.’e_ plates in the vicinity, at least momentarily,
to eliminate those that are not on é list of wanted/.vehicles. There is
Ino logical reason the latter data are exempt, while the former are not.

Petitioners argue human limitations require - an  -officer
to exercise some level of di‘scréti'on vin choosing which license plate
numbers to enter into the system, making the inquiry “targeted” even
if it is based on nothing more than “mere suspidion-or a hunch.”
(Merits Brief at p. 28.) They appear to accept data collected by such
an inquiry |s exempt under § 6254(f). But an officer’s license plate
check may be every'.bi-t as random as ALPR scanning. (Seé. e.qg.,
United States v. Rodgers (9\th Cir. 2011) 656 F.3d 1023, 1024-1025;
see also United States v. Montalvo—RangeI (W.D. Tex. Apr. 5, 2010)
2010 U.S. Dist. LEXIS 33384, *1-2 [officer routinely and randomly

- checks about fifty plates a shift]._)
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Federal courts have long-held that computer checks of license
"(plate numbers, regardléss of whether supported by reasonable
suspicion dr'probable cause, do not violate the Fou”rth-Amendment. |
(See ~.e.g..,’ United Stafes v. Diaz-Castaneda, supra, 494 F.3d
at p. 1151‘—1'1 52; United States v. Ellison (6% Cir. 2006) 462 F.3d 557,
563 [collecting cases].) If the data resulting from such- inquiries
are records of investigation, sifnilar data collected by an automated
system should be as well. On the other han_d, if a randbm check can
" never be an investigation, public entities would bé-uhable to-apply
the exemption because there would be no way to segregate data
produced by pure happenstance from th‘at collected on the basis
of probable cause, reasonable suspicion, or “a hunch.”

Petitioners attempf to carve out an exception zto § '6254(f)
‘for records generated by “new technology.” They argue ‘-‘[a]pplying-‘ .
Williams and Haynie to the facts of this case, without recognizing
the impact new technologies such as ALPRs have on how courts
should interpret § 6254(f), fails to -ensure the underlying values
supported by the PRA are .preserved_ in an ; era of "inc'rea‘si'ng
technological change.” (Merits Brief at p. 27.) T‘héy contend the use

of such technology is -‘ffund'amentally different from observations
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or searches police traditionally use to gatner . . . information.”
(Merits Brief at p-30) |

Pet|t|oners do not - state data collected through the use
| of technology can never be exempt, and such a blanket exclusion
; - cannot reasonably be grafted onto § 6254(f)."> And while petitioners
make reference to the use of closed circuit camera feeds,’» facial
recognition and behavior detection -technelogy, mebiie biometrics
devices, drones and data anelytic fools (Merits Brief at p. 42), '~
-:‘ they offer no standard by which. the 'government, the public,'
or the courts would be able to determine whether dafa collected
by such mechanisms-weuld be exempt as records of investigation.
Itis unreasonablel and impractical to',require a case-by-case analysis
of any record created with the use of technology. But a wholesale
exception for such data WOuId require discioeure of recordings made

by surveillance cameras, wiretaps or red light cameras; as well as

15 Petitioners do seem to suggest “data compiled.to promote
police accountabllity, |nclud|ng the footage from police body

cameras,” should never be exempt from disclosure. (Merits Brief .

at p. 36.) It is unclear how this would be defined, particularly since
it is unlikely any such records would exist excluswely for the purpose
of promoting accountability. For example body camera footage taken
while executing a search warrant or in pursuit of a drunk driver would
be both a record of investigation and a means of holding police and
civilians responsible for their actions.
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information retrieved from .databases for-fingerprints, DNA and other
similar data.

Another distinction offered by petitioners is that “ALPR systémé
are able to capture vastly more data than an officer ever could record
by hand, even if he or she were to devote an entire shift to writing
down and checking license plates of as many passing vehicles
as possible.” (Merits Brief at p. 27.) if recording a license plate number
is an investigation, it does r\10t become less so as thé number
of license plates being recorded increases. Petitioners do n"ot’. provide
a staﬁdard for determining at what point data collection becohﬁes large
enough to éease being an investigation. If officers run the license plate
number of every car théy see while on a stake-out—or while passing
time at the proverbial doughnut shop—-thé public entity would have

_no way of gauging when, or whether, the redords of their activity had
ceased to be exempt. Nor would it know wheth'ér records
of investigation had been created by the review of fo.otage from
security cameras that cap’turedT the faces of every person'who entered
a nightclub or concert venue where 'é crime had been committed.-

Characterizing ALPR systems as “data collection machi’ne's,”

petitioners argue plate scan data do not become records

of investigation either by “the prompt comparison of scanned plates
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against a ‘hot list of plate numbers that may be associated
with criminal activity or the searoh of stored plate data, months
" ~or years after its collection, to link a plate to a crime that had not yet
been committed when the data were first collected.” (Merits Brief
at p. 20.) They provide no analysis of how this would apply to other
3 types of “data collection.”

Much of /the work:done in an investigation is data collection,
whether géthering forensic evidence -or interviewing witnesseo.
The logical consequence of pétitio‘ners’ ‘reasoning would be
the .disclosuré of every fingerprint gathered at a crime scene,
the personal information of every neighbor asked for information
about what was seen or heard at a particular time, and all digital
recording of what actions were taken at the location. There is a “mass
collection” -of evidence during the early stages of any investigation
because law enforcement does not know what will ultimately rurn out
to be relevant to a determination of the facts. That conclusion oomes |
only after scientific analysis, .visual comparison or application
of the human capacity to connect disparate bits of data into a pattern
that helps solve the puzzle.

Petitioners’ focus on the “prolonged retention” of ALPR data

does not translate into a gu}idelin‘é for applying § 6254(f). Many types
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1} of identifying information are retained by law enforcement, a practice
_ i‘that repeatedly has been held cbnsﬁtutional. For example,
the coll_eCtion of DNA from persons arrested,-1‘charged and 'cdnvicted |
of crimes hasv been upheld many times by the courts, and the creation
; | and use of databases containing DNA information has similarly been
approved.. | |

One such case is Maryland v. King (2013) 133 S.Ct. 1958,
in which the United States Supreme Court e)\<pressly recognized
the value of the federal Combined DNA Index System ['CODIS’]'®
database fqr multiple purposes, including the immediate identification |
of an arrestee, the investigation of prior offenses and the possible
exoneration of a person wrongly convicted. (/d. at pp. 1971-1975;
see alsb United States v. Kriesel (9" Cir. 2013) 720 F.3d 11‘37,
1146-1147.) One of Congress’ express intentions for CODIS was -
to assist law enforcement agencies by matching DNA samples ffom
convicted offenders to (samples frbm crime scenes where there are

no éuspects. (See Vore v. United States, DOJ (D. Ariz. 2003)

8 CODIS is “a massive centrally-managed database linking DNA
profiles. culled from federal, state, and territorial. DNA - collection
programs, as well as profiles drawn from crime-scene evidence,
unidentified remains, and. genetic samples voluntarily provided
by relatives of missing persons.” (United States v. Kinkaid (9" Cir.
- 2004) 379 F.3d 813, 819-820.) -
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281 F.Supp.2d 1129, ._1136-1..137; 146  Cong. Rec. H8572-01,
at *H8575.)

. DNA collection is not “indiscriminate” in the way ALPR scanning
s, although it is done in a uniform, non-discretionary. manner.
(/d. at p 1136.) However, a DNA databasé bears many similarities
to the retention of plate scan data. Neither the taking of DNA nor the
' checking of a license pllate violateé- the Fourth Amendment. Neither
' DNA nor a license pl'ate number, on its own, is evidence of a crime;

i

they have only the potential to link a person to an offense. Both

databasesAmay be used to solve crimes that have not yet occurred,
or crimes that have occurred but are not specifically being looked
atwhen the data is obtained. If ALPR data are not records
of investigation because they are retained and-accessible for‘future
investigations, then DNA results are not records of investigation either
' and would not be exempt under § 6254(f).

: Fingerprint and mug shot collections would aIsQ have to be
disclosed. (See People v. Mecinnis (1972) 6 _Cal.3d» 821, 826
:f [“thousandls of persons ultimately found to be enfirely innocent
i undoubtedly have their photographs, as well as fingerprints, on record
with law en;‘orcement agencies”]; Sterling v. Oakland (1962)

208 Cal.App.2d 1, 3-8 [no cause of action for return or destruction
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of photograph and fingerprints after dismissal of misdemeanor
charge}; United States v. Thomas; (1%t Cir. 2013) 736 F.3d 54, 63
[fingerprints and other pe-r#onal records routinely maintained in law
" enforcement files once taken].) AII such records should be exempt
rrnder § 6254(f). (See 86 Ops. Cal. Atty. Gen. 132, 135 [‘We have
no hesitation«in.ﬁndi.ng that mug shots fall within the ‘records
o{ investigation’ exemption of section 6254, subdivision (f)."]) |
Petitioners contend ‘;record of invés‘tigation” has never been
- defined broadly.'enough ,.to enédmpass ;‘data"that may be useful
in an investigation.” (Merits Brief, p.- 15.) They do not, however,
explain:how this novel disﬁnction would apply to anything other than
ALPR data. Fingerprints lifted at a crime scene are “data that méy
be useful in an investigation,” as are the elimination prints faken from
individuals legitimately at the location. None are of use to the
investigation without additional analysis. Yet all are" ‘records
of investigation. Each print comparison, like each comparison of blate
scan data against the hot Iist, is simply one of r’nany.avenues every
i’ - investigation must follow before a fruitful ohe, h‘opefl.JIIy, is fo.und. )
When ri'nterpreting a statute, courts apply ““reason, practicality,
and common sense to the language at hand.”” (In re A.M. (2014) |

225 Cal.App.4™" 1075, 1082.)
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“‘[I]t is the role of the ‘judiciary to simply ascertain
and declare what is in terms or in substance contained
in the statute, not to insert what ha's been omitted or omit.
what has been included.” (/d. at p. 1083.).
Unlike the FOIA, the CPRA does not require a public entity
to justify its refusal to dis'close records on a case-by-'case basis.
(Compare Rackauckas v. Superior Cotm‘ (2002) 104 Cal.App.4™ 169,
174, and MacPherson V. IR-S, supra, 803 F.2d at p.-484.)--.Thie make_s
it imperative that “investigation” have a consistent, common—eense
| meaning. To accept petitioners’ arguments and still achieve such
consistency would require this ,Ceurt to inte.rpret§ 6254(f) te, exclude
any records 1) created through the use of technelogy; 2)’invoiving
individuals who‘ wer"e‘ eiintinated as sUspecte; 3) ereated before
identification of a sneciﬁc crime and suspect'\ oi 4) containing data
about more than an unspecnﬁed number of innocent mdnwduals
Applying such an exemption would be unfeaSIble

Interpretatlon of the CPRA presents questlons of law,
:, - not of public policy. What § 6254(f) is intended to do is not in question;
only the meaning of “investigation” and how it applies to iecords

created with ALPR technoklogy. It is for the Legislature to debate
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hether the exemptien is-.toe broad in light of advancing technology,
nd to determine any a.pprepriate re's-trictiohs.
It is insufﬁcient tp state in conclusory fashion that plate scan

ata are not records of investigation or to suggest “investigation”

- should be reinterpreted. Petitioners must show there is a way for this
Court to c_:hange the way it has applied § 6254(f) while -also setting
reasonable - standards that will provide guidance to;governmental

entities; the courts, and the public. Theyihave failed to do so.

v - To the Extent There is a Temporal-Gap Between ALPR
Scans and Hot List Comparison, It Has No Effect on the
Definition of "Invest/gat/on
Pétitioners essen_tially arQue plate scan data are not .

‘records of in\v/estigatior‘i because they either are gathered too Iate-f

:‘ because “[t]he ‘hot Iist's’v represe':nt the fruits of prior inves_tigations that

have identified certain vehicles as connected with \particular_ crimes”;

or too early—becausexthey may be .used in a “search of stored plate
| data, months or years after its collection,'io |in.k a plate to a crime that
had not yet been committed wiien the data were first collected.”

(Merits Brief at»pp. 20-21; italics in original.) Attempts to temporally

separate ALPR scans from investigations have no merit.
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Acknowledging th_e ALPR system is used for “the prompt
comparison of scanned plates against a ‘hot list’ of plate numbers that
may be associated with criminal ,activ.ity,” petitioners contend thié
is insufficient to make the data exempt. bécause the scanning and
the'compqrison are not simultaneous. (Merits Brief at p. 20.) The scan
must be transmitted and translated before the comparison is made,
a process petitioners .concedé occurs “almost ins’fantly,” “lalt yi'rtually
the same time” as the plate scan. (Merits Brief, pp. 20-21.) The Court
of Appeal rejected this claim. o

“This argument .i.gnore.s that the plate sban is an int"eg'ral

part of the ALPR ‘system’s process - for Iocating

automobiles on the hot list. Just as an officer cannot

investigate whether an automobile has been associated

with a suspected crime without  visually observing

and reading its license plate number, so too the ALPR |

system cannot determine whether a license plate number

is ron the hot list Without scanﬁing the plate. The collection

of plate dafa and hot Iist».check are part‘.‘and parcel of the

same investigative pro‘cess—'—without‘ the plate scan tﬁere

can be no investigation.” (Opn. at p. 11, fn. 5.)
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Forensic. evidence - collected at ‘a crime scene is not
instantaneous analyzed or -compa‘red.‘ Under petitioners’ Ibgic, o
'ﬁnancial records obtained in an embezzlement investigation wo_uld
have to bé disclosed because it is unknown whether the docﬁm_ents
will evidence a crime until a forensic accountant has reviewed them.
Photographs of the scene of.a crime would not be exe_m‘pt, both
because they were created with technology and because someone
must-look at them to determirie' if they provide useful information.

Pétitioners" reasoning seems to be there is no investigation until
a match is made between a scanned plate and a hot list entry.
(See Exhs. at Vol. 1, 29:'25-27.') This intérpretatiOn'of “inVeétigation”
would render superfluous the inclusion in § 6254(f) of both “records
of investigation” and “investigatory files.” If data must be connected
toa condrete offense—and thlus part of an investigatory file—before |
| '§ 6254(f) applies, thvere would no need for a separate exemption
for records of investigation. ,

In interpreting: a statute, courts strive to avoid a construction
that would render terms surplusage. (City of South Sanl Francisco
v. Board of Equalization (2014) 232 Cal.App.4* 707, 721.) “Instead,
we seek to gi.ve' every:word some significance, Ieaving no part useless

or devoid of meaning.” (Breslin v. City and County of San Francisco
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(2007) 146 CaI.App.4-‘hf-:1064,.«108-1’; see also Kelly v. Méthodist
Hospital of So. California (2000) 22 Cal.4™ 1108, 1120-1121.)
P’etitionefs’, limitation also -conflicts with this Court’s holdings
that J~‘indfependently exempt  information is no.t' subject to the
3 _ requirement that it 'relaté to a ‘concrete and definite prospect
of enforcement’procvee’dings, as.investigative files aré. (Haynie, supra,
26 Cal74?"- at p. 1069; see also American Civil Liberties Union
Foundation v. Deukmejian (1982) 32 Cél.3d 440, 449, fn. 10
[“Déukmejian"].) The interpretation of § 6254(f) adopted by the Court
of Appeal (and the Superior Court)' recognized plate scan. data
as independently exempt investigative records notwithstanding many
will never be connected fo a Specific incident. | (
Petitioners stated bélow they were not asking for plate déta
where “théré’s a sfoléh vehicle that law enforcement is ,ih\)estigating;
an Amber“AIer't,: zmufd.er; séme other drug feIony._" Rathér, they/sought
ohly “plate data thét’s‘ﬁof linked to any of fhat.” (Exhs. at Vol. 1,
30:24-28.) But léw ‘enf‘c.)rcement may nof be aware license plate data
are linkéd to-an ongoing investigatibn for days,. weeks, mqnths vor even
years after both the crifné and the ééan. A witness who noted
thé license 'plate of a car in fhe vicinity "of a crime may not comé

forward immédiateiy. The discovery of a body may turn a years-old
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missing pefson,case into-a murder iﬁye’étigaﬁon ieading to a broader
séarch for uséful information.

In Haynie, this ‘Court observed there is no “way to predict,
at the odtset; what might result in a lengthy or important investigation.”
(Haynie, supra, 26 Cal.4" at p. 1070.) In the same way, there ié no
way to bredict, at the outset, what data may be connected
to an ongoing or future investigation. Once disclosed, plate scan data
cannot  be “undisciosed” when they are subsequently linked

to a specific investigation.

B. The Question of Whether Fourth Amendment Protections
Evolve with Changes in Technology Has No Bearing on the
Meaning of the Word “Investigation”

Undoubted»l_,y, Fourth vAme‘ndr‘nen.t jurisprudence involving GPS,
céll phones and rélated technology is evolving. Thékre}is nd authority,
however, for the propositidn § 6254(f)'s use of “i‘nvestigatﬁion” similarly
is, or should be, Changing. The cases on whiph petitioners rely, éuch
as United States v. Jones, supra, f32 S.Ct. 945 and Riley v. California
(2014) 134 S.Ct. 2473 (see Merits Brjef at p. 4), have no bearihg
on the issue before this Court. As noted, there is no expectation
of privacy in a vehicle’s license plate, and no Fourth Amendment

implication in its being scanned. E_ve_’h were that to change someday,
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there is no reasoh to believe the use of tgic’h.nol.ogy will affect whether
there has been an investigation.

"~ In Jones, police attached a GPS to a suspect’s vehicle wifhout
a warrant and tr.acked its movements for Menty-eight days. Associate
Justice Antonin Scalia wrote the majority opihion, joined by four other
Justices, ﬁnd.iﬁg .a Fourth - Amendment violétion because
law enforcement . committed a phyéical trespaé’s ‘when p.laci-ngl-
the-device."” In. dicta, the Court affirmed its prior cases holding
“[a] person traveling .in an automobile on pUinc thoroughfares has
no reasonable.'expectation of privacy: in his moveme-nts from one
place to another.” (Jones, supra, 132 S.Ct. at p. 9’22-923.');_ By this
reasoning, plate scan data are no different from other information
exposed to the public, such as telephone numbers an individual calls,
the to/from addresses of email messages, or IP ad/dresse__s of websites
visited, all of which have been found not to be the.-svu'bject of a Fourth
Am,endnﬂent search.-(See e.g., United States v. Reed (9" Cir. .2009)
575 F.3d: 900, -91,4 .[no expectation of privacy in number dialed

or length and time of call}; United States v. Forrester (9" Cir. 2008)

{

7 Mr. Jones subsequently pleaded.. guilty to. consplracy
to distribute five kilograms or more of cocaine. (United. States v. Jones
(D. D.C. July 14, 2014) 2014 U.S. Dist. LEXIS 95395, *3.).




512 F.3d 500, 5}0 [no expectatioh of privacy in to/from addresses
of email messages or IP addresses of websites visited].)

In Jones' two conburrenCes, five Justices suggested “longer
term GPS monitoring in investigations »of most offenses"impinges
| 'oh expectations of privacy.” (Jones, supra, 132 S.Ct. at p. 955,
conc. opn. of Sotomayor, J.; id. at p. 964, conc. opn. of Alito, J.)
Petitioners emphasize these opinions, particularly Associate‘iJustice
Sonia Sotomayor’sconcern about the ability to record an indiVidUaI’s
movements and aggregate the informa_tion ‘“ina manner that enables
the Government to ascertain” priVate facts about the individual,
such as her “political and religious beliefs, sexual habits, and so on.”
(Merits Briéf at p. 37, citing Jones, id. at p. 956, conc. opn.
of Sotomayor, J.) o |

ltis possibie'aspects of a person’s l'ife may be gleaned from
numbers collected by a pen registér, or from reading “snail mail,”
~ email or IP addresses, yet the analysis under the Fourth Amendment
remains the same. (See Graf v. Zynga Gam‘e Network, Inc. (91 Cir.
2014) 750 F.3d 1098, 1107-1109; see also United States v. Graham
(4" Dist. 2015) 796 F.3d'é32, 386, conc. and dis. opn. of Motz, J.
[“all routing information ‘tracks’ some form of activity when aggregated

over time”].) The meaning of “investigatio’n” should remain similarly

&
¥
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unaffected by the remote and vspecdlatiVe possibility personal details
may be learned from plate scan data. |

‘Using a GPS to continuously track a vehicle or cell phv’one data

to map a persoh’s rhovements over days or weeks is vastly'diﬁe'rent
from collecting phone numbers or IP addresses, as well as from ALPR
cameras capturing a vehicle license plate number at a particular
moment in time. In his Jones concurrence, joined by three other
~Justices, Aésociate Justice . Samuel Alito stated, “[Rlelatively
short-term monitoring of a person’s movements on public streets
accords with expectations of .privacy that our'solciety has fecogniied
| as reasonable.” (Jones, supra, 132 S.Ct. at p. 934, conc. opn. of Alito,
J.) He declined to “identify with precision the point at which the
tracking of [Jones’] vehicle became a éearch,” byt concluded “the line
was surely crossed before the 4-week mark.” (Ibid.)

Cases since Jones havxe asked whether the use of technology
was “prolonged” or “relentless” when determihing whethe} the Fouﬁh- '
Amendment was implicated. (Comparé People v. Weaver (N.Y. 2009)
909 N.E.2d 1195, 1202)‘-1203 [use of GPS for sixty-five days] with
People v. Wells (N.Y. Sup. Ct. 2014) 991 N.Y.S.2d 743, 745-746
[‘pinging” of cell phone to obtain one-timex Iocation information].)

Citing United States v. Knotts, ‘supra, 460 U.S. aytfi',,pp.’”"283-‘284, many
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courts have inquired whether an extended use of technology has r.isén
- to the level of “dragnet type law-e-nforcement.”‘

‘In Jones, the twenty-eight daS/s the) vehicle was rﬁ'onitored
played an impoﬂént role in the concurrences. Similarly, the 221 days
of electronic data in United States v. Graham, supra, 796 F.3 d 332—
also relied on by petitioners (Merits Brief at p. 31)—was a central
feature of that analysis. (/d. at pp. "344-345, 347; 'see also
Commonwealth v. Tewolde (Mass; App. Ct. '2015)‘38 N.E.3d 1027,
1038-1039 [“The duration of the search or surveillance is an important
factorin de.termining an individual’s reasonable expectation of privacy
in cell phone tower monitoring cases.”]).

| Surveillance by a GPS can be virtually uninterrupted becausé
the device stays with the vehicle and is tracked by multiple global
'positioning_ satellites. The ccollection of historic celi phone data raises
similar concerns because of the ubiquitous dse of mobile phones.
Plate scan data, on the other hand, are captures of moments in time

which are of necessity intermittent and constrained by the number

18 Riley v. California, supra, 134 S.Ct. 2473, cited by petitioners
(Merits Brief at p. 29), dealt not with using technology to. track
someone but with the search of an arrestee’s lawfully seized mobile
phone. The United States Supreme Court concluded there should
have been a warrant because of the extent of personal information
found on modern smart phones. (/d. at pp. 2489-2491.
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of devices and image col,l_ection-fpoints.v ALPR data disclosed:by other
agencies have shown most vehicles are scanned, if at all, only once
or fwice in a_given year. (See Julia Angwin, How the Wall Street
Journal Obtained the License Plate Data, Wall Street Journal (Sept.
- 28, 2012)'® [one to three times \over two years]; see also Jeremy
Gillula and VD’ave Maass, What You Can Learn From Oakland’s Raw
ALPR Data,'.EFF (Jan. 21; 2015.)20 [average ef 1.3 scans].) Contrary
to‘petitioner_s" unsupported assertion that ALPR systems collect data
‘on every. member. of a cemmunity”. (Merits Brief at.p. 16), many
vehicles are nevef scanned. |
The wealth of information that may be garnered ffo.m.prolonged
‘GPS tracking or historic cell phone data rhight permit law enforcement
to consfruct a mosaic of a person’s life, as Justice ‘Sotomayor
suggested. (Jones, supra, 132 S. Ct at p. 956, conc. opn. |
of Sotomayor J) Capturing suff' cient ALPR data to do the same
would be hlghly |mprobable Even with the sor’c of targeted effor‘c
| petitioners simultaneously fear and protest |s lacklng, it is unlikely

law-enf_orcement could ga_ther anywhere near the sort Cf.aggregate

19 Http: //blogs wSj. com/dlglts/2012/09/28/how—the-wa|I-street-
journal-obtained-the-license-plate-datal/.

20 Https://www.eff.org/deeplinks/201 5/01/what-we-|earned- :
oakland-raw-alpr-data ; ;o y
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information needed to raise privacy.concerns. Moreover, while that'
might implicate the Fourth Amendment,‘ it would also maké ALPR u_ée
even more clearly an investigation as petitioners have defined it.
Blufring these distinctions, petitioners contend the way in which
“technologies like ALPRs can track a pérson’s location information
over time” make them ~fu'ndamentally different Vfrom traditional
law enforcement techniques used to gathef information. (Merits Brief
at p. 30.) They argued below they neéded the plate scan data_
because it would “reveal whether police seenﬁ to be»tar_geting political
demonstrations to help identify protestors, or other locations such as '
mosques, doctors’ offices or gay bars that might yield highly personal
information.” (Exhs. at Vol. 1, 20‘7:14-16.)21 At no time h'ave. they

explained how these policy concerns redefine “investigation.”

2 The Superior Court noted the inconsistency between
petitioners’ claim the data are not exempt because they result from
the indiscriminate, non-targeted use of ALPRs, and their goal of
proving ALPR technology is improperly used to target certain groups
or neighborhoods. (Exhs. at Vol. 1, p. 13.) Perhaps more troubling,
petitioners display a lack of concern about the opportunity for plate
scan data to be misused should they be made available to any
individual or business that requests them. (See Deukmejian, supra,
32 Cal.3d at p. 451.) “If not properly secured, license plate reader
databases open the door to abusive tracking, enabling anyone with
access to pry into the lives of his boss, his ex-wife, or his romantic,
political, or workplace rivals.” (ACLU, You Are Being Tracked, supra,
at pp. 2, 9.) If plate scan data are not records of investigation exempt
from disclosure under § 6254(f), they cannot be “properly secured.”




Even if a person rriay have a reasonable expectatib»n' of privacy
in his location and movement over time, he has no such\expect‘étion
in his Ii’cens'e »plate when on a bublic étreet. A random, sijspici-onless
check of a license plate is not a Fourth Amendment search. “[L]icens_e
plates are located on a veﬁicle’sv exterior, . in'plain view of all
passersby, and are specifically intended to convey information about
a vehicle to law enforcement authorities, among others.” (Unijted
States v. Diaz-Castaneda, supra, 494 F.3d atp. 1151.)

All an ALPR system does is enhance the: ability"of hunﬁan
officers to search for Iicevnse'plates Connécte'd to crimes under
investigation. In United States v. Knvotts, Supra, 460 U.S. 276,
the United States Supreme Court stated: I |

“Nothing in the Fourth Amendment prohibited the vpblice‘

from augmenting the sensory facmt‘ies besto_wed'upon

them at birth with such enhancement as science and

t'echnologya.fforded them in this case. . . . Insofar

as [the_defendant’s] complaint appears to be simply

that scientific dévices such as the beeper ‘ehabled

thé police to be more effective in detecting crime,

it simply has no constitutional foundation. We have never
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equated police - efficiency with Unconstitu'tionvality,.-

and we decline to do so now.” (/d. at pp. 282, 284.)

Like the beeper in Knofts, ALPR cameras detect only what
could be obse'rved b‘y law- enforcement or the public without
technologjcal assistance.. As sudh,. they are unlike the GPS in Jones.
(See also Dow Chemical Co. v. United States .(1__986)'47,6 Uu.s. 227,
238 [aerial mvapping camerain airplane]j United States v. Vankesteren
(4" Cir. 2009) 553 F.3d 286, 287-288, 291 [fixed-range,
motion-activated video camera set up in appeilant’s‘ opeh fields].)
Justice Alito cbmmented in his Jones concurrence that duplicating
GPS surveillance “would have required a large team of agents,
muitiple vehicles, and perhaps aerial assistance.” (/d. at p. 963, conc.
opn. of Alito, J.) Thus, the GPS did more thén increase the infbrmation
law enforcement could have collected utilizing non-technological
means. In contrast, a single officer could easily record an individual’s
license plate several times in a given yéar while on his regular. patrol,
just as the ALPR camera on his car does.

Acknowledging the chanéing landscape of law enfofcement,
capabilities, Justice Alitp observed, “In circumstances - involving
’dramatic technological. Change, the best solution to privacy concerns

may be legislative.” (Jones, supra, 132 S.Ct. at p. 964, conc. opn.

b
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of Alito, J.) If § 6254(f) needs to be amended to reflect scientific

advances, it should be left to the Legislature to do so.

C.  Proposition 59 Simply Codified Existing Standards for Applying
CPRA Exemptions and Did Not Undermine Williams or Haynie

In Williams, this Court described § 6254(f) as “a broad
exemption from disclosure for law enforcement investigatory records.”

(Williams, supra, 5 Cal.4" at p. 349; see also Los Angeles Police Dept.

v. Superior Court (1977) 65 Cal.App.3d 661, 669 [éxemption is “broad
and all-encompassing”].) Petitioners argue 't'hesé cases no longer
have pret:edential value because \tlhe 2004 passage of Pro'position 59
“create|[d] é new interpretive rule” recognized by this Court and the

Cdurts of Appeal. (Merits Brief, pp. 23-24.) Their authority does not_ :

support their conclusion.

For many years, fsourt have observed that “all public records
are subject to disclosure unless thé Legislature has expressly
provided to the contrafy” (see, e.g., Williams, 5 Cal.4™ at p. 346),

and “[s]tatutory exemptions from compelied disClosure.-are' nafrowly

construed” (see, e.g, California State Universily, Fresno Assn., Inc.

v. Superior Court (2001 ) 90 Cal.App.4™" 810, 831; Rogers v. Superior
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Court (1993) 19 Cal.App.4™" 469, 476). Proposition-59: simply wrote
those principles into the state Constitution. |
'In Sierra Club v. St}périor Court (2013) 57 Cal.4t 157, this C.bdrt
said Proposition 59 enshrined the CPRA’s principle of a public right
of access to government business in the Constitution. (/d. at p. 164.)
That language does not signify “recognition” that. ,Propbsition. 59
created a new -stén}dard for i-nterpreting the CPRA or its exempﬁo‘ns.
Courts of Appeal,havé. agr.éed. Applying the principles of cbnstruction
used-when- interpreting statutes, the court in Sutfer’s Place, Inc.
v. Superior Court (2008) 161 Cal. App.4™ 1370 held, “Proposition 59
is simply a constitutionalization of the CPRA. As such, the proposition
did not change existing law except as»can be gleaned from its
language.” (]d. at p. 1382.) And in BRYV, ..Inc. v. Superior Court (2006)
143 Cal.App.4th 742, the Third District Court of Appeal observed:
“By its own terms . . . [Prbposi,tion, 59] has little impact on
our construction ofthe Public Récords Act as that statute
applies in this case. The amendment requires the Public
Record Act to ‘be broadly construed if it furthers the
.people’s right of access, and narrowly construed if it limits

the right of access. (Cal. Const., art. I, § 3, subd. (b),
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par. (2).) Such was the law prior to the amendment’s

enactment.” (Id. at p. 750; italics added.)

Each .case cited bu petitioners did indeed refer to Article |,
section 3(b)(2), as authority for tne pri.nciple that CPRA exernptions
'should be narrowly construed. Many also cited pre-Proposition 59
precedent for the same proposition. No case held “the express
purpose of Proposition 59 was*-to create a new interpretive rule for
courts,” and ne_court changed the existing jnterpretati'on of a CPRA
exemption as petitioners ask this Court_to do. | - s

Petitioners concede Proposition 59 stated it was not intended
to “repeal or nullify, expressly or by implication, any constitutional
or statutory exception to t'he. right of_access to public records : . . that
is in effect on the-eftective date of this-subdivtsion, including, but not
limited to, any statute protecting the confidentiality of law enforcement

. records.” (Merits Brief atp. 24, cntlng Cal. Const Art. 1, § 3(b)(5).)
Yet they make the circular argument that sectlon (3)(b)(5) does not
mean what it says because “it does not change the new constitutional
requirement. that exemptlons must _be construed _harrowly.”
(Merits Brief at pp. 24-25.) Since section (3)(b)(5) evidences a /ack
of intent to change the way exemptions have been interpreted, it can

~ hardly be nullified by such a “new constitutional requirement.” -
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This  Court has said the CPRA’s exem‘ptiohs““f-ireﬂect
circumstances where the L_egsi'slatUr'e determined the public’s interest
in-disclosure is outweighed by public of private‘ interests. '(-lnternational ’
Federation .of Professional & Technical Engineers; Local 21, AFL-CIO
v. Superior Court (2007) 42 Cal.4% 319, 329, ‘-fn:. 2.) Subsection 3(b)(5~) |
establishes the initiative was not meant to undermine that I.egislative
purpose where it :is-.\ev_}ident. Rather, it “de'moh-strate[s] a cleér intent
to maintain existing law-. . . .” (Sutter’s Place Inc. v. Superior Court,
supra, 161 Cal.App.4™ at p. 1382; Sacramento County Employees.’
Retirement System v Supen'or Court (2011) 195 Cal.App.4th 440,
454.)

Petitioners also éssert section (3)(b)(5) does not refer to judicial
applications of the CPRA leaving the courts free to “reconsider prior
case law interpreting those statutory exemptions in light ‘of t}he‘
amendment’s new interpretive rUI_e.”* (Merits Brief, p. 25; italics
in original.) Agaiﬁ,-there' is ho sUcH “‘new i'nterpretivef rule.” Further,
section 3(b)(3) states,. “Nothing in this subdivision . . . affects the
construction of any statute, court fule, or other authority to the extent
that it protects the right to privacy.” (ltalics added.) Many CPRA
‘exemptions protect the privacy of persons whose data or documents

come into government possession. (See, e;g., Copley Press, Inc.
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v. Superior Coun‘ (2006) 39 Calz.‘4‘;’r‘» 1272, 1282.) And it is undisputed
ALPR data implicates the privacy rights of the -iﬁdiv}dU‘als whose
plates were scanned. (Merits Brief at p; 36 [“ALPRs pose significant
risks to privacy énd civil liberties."]) Read as a whole, Proposition 59
makes clear the intent was to memorialize the CPRA as was then
understood and not to impose new requirements.

PeAtitibnersr-assert “no court has yet addressed the application
of Art. |, § 3 tothe investigativé;records exemption within § 6254(f),”
but note seVéraI .opinions have “dealt with other aspects of that
provision.” (Merits Briéf atp. 24 &fn.29.) Itis .Adisingenuous to dismiss
post-Proposition 59 cases because they address, :for example,
“investi'gatory'ﬁles”' rather than “records of inveétigation.” (Merits Brief
_ at p. 24, fn. 29 citing Dixon v. Superior Court (2009) 170 Cal.App.4™"
1271) | | | |

in Dixon, the Third Appellate District Court of Appeal concluded

coroner and autopsy reports were exempt as part of an investigatory

file. The court found that § 6254(f) embodies “a strong government

interest in preventing and prosecuting criminal -activity
[and] protects witnesses, victims, and investigators, secures evidence
and investigative techniques, encourages candor, recognizes

the rawness and sensitivity of information in criminal investigations,
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and in effect malges such investigations possible.” (ld. at p \1276.)
This overarching aim is thé same for records of iﬁvestigétion asitis
for investigative files. B

~ Irrespective .o.f | whether Proposition 59 créated' a ‘new

interpretive rule,” the requirement to narrowly ¢onstru‘e § 6254(f) does

not inevitably result in' petitioners’ conclusion the Court of Appeal

failed to properly interpret the éxemption. Other than asserting ALPR

data are not’records of investigation, petitioners are unable to pfoffer

‘any narrower interpretation of “investigation” that is reasonable,

understandable, and workable. Because it is 'not‘ possible to interpret
§ 6254(f) more .narrowly thén‘ this Court has done in ~Williah73 and
Haypié and still provide reasonable ‘guidance to the public,
govérnmental entities, {_and the courts, the constitutional mandate

of Proposition 59 has been met. K
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I
- THE QUESTION WHETHER THE § 6254(F) EXEMPTION
SURVIVES BEYOND THE SPECIFIC INVESTIGATION WAS
NOT RAISED BELOW OR IN THE PETITION FOR REVIEW
'AND IS NOT PROPERLY BEFORE THIS COURT

In Williams, this Court held the exemption.provided by § 6254(f)
does not'térm'in_ate when the investigation has concluded. (Williams,

supra, 5 Cal.4" at pp. 354-355.) For the first time, petitioners request

~ this Court to reconsider that holding. (Merits Brief at pp. 32-36.)

This issue was not addressed in the trial court or Court of Appeal,
and was not raised in the petition for review. Generally,~this Court
will not decide arguments not made in the petition, although it has

discretion to do so. (Cal. Rules of (Bourt,.r.ule 8.516_(b); Péople

v. McCullough (2013) 56 Cal.4™" 589, 591, fn. 1; Pearson v. Dental

Supplies, Inc. v. Superior Court (2010) 48 Cal.4t" 665, 682.) By their
failure to raise this contention earlier, petitioners have waived it.
(PLCM Group, Inc. v. Drexler (2000) 22 Cal.4™ 1084, 1094», fn. 3.)
Even were it properly before this Court, however, petitioners
have prbvided no reason for reconsideration. In Trope v. Katz (1995)

11 Cal.4™ 274, this Court was asked to overrule prior decisions
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appeliant claimed “were ‘not supported by logic or policy.” In declining

to do so, this Court stated:
“[W]e stress that-although the doctrine of stare decisis

does not prevent us from reexamining and, if need be,

overruling our prior decisions, ‘It is . . . a fundamental J
jurlsprudentlal policy that prior applicable precedent'
usually ‘must be followed even though the cases,

if considered anew, might be decided differently by the

current - justices. This policy . . . is baséd on the
ass’umption‘. that -éertainty‘, predictability and stability
in the law are the major objectives of the legal system;
i.e., that parties should be able to regulate their conduct-
and enter into relationships with reasonable assurance
of the governing:rules of law.” [Citation.] Accordlngly,
a party urging us to overrule a precedent faces a rightly
6nerous ta"s‘k, the difﬁculfy of which is  roughly
proportional to a number of factors, inciuding' the ‘age
- of the precedent, ’thé nature énd extent of the public and
_private reliance on it, and its consistency or inconsistency

with other related rules of law.” (Id. at p. 288.)

[
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Petitioners’ attempt to accomplish this “onerous taék’,’. consists
of their disagreement wi,thv this Court’s reasoning and their belief
Proposition 59 mandates reconsideration. They allow that this Court's
reading of § 6254(f) in Williams was “perhaps reasonable at the time
L . [but it] cannot survive Proposition 59's new co.nstitutional rule
of construction in favor of\ disclosure.” (Merits Brief at pp. 32-33.)
As argued ébove, Proposition 59 did not create a ;‘new éonstitutional
rule”; it merely codified aﬁwell-established policy in faVOr of disclosure
under the CPRA.

It-is worth.noting the Legislature has amended § 6254, almost
every year since Williams, including several changes that directly
affected subsection (f). (See e.g., Stats. 1995, ch. 438, § 1 (AB 985);
Stats. 1996, ch. 1075, § 11 (SB 1444); Stats. 2000, ch. 184, § 1
(AB 1349); Stats. 2‘004\; ch."8-, § 1 (AB 1209); Stats. 2006, ch. 538,
§ 232 (SB 1852); Stats. 2015, ch. 303, § 183 (AB 731).) It expressly
acknowledged- Proposition 59 ‘when ehécting some of the Iafer
amendments, noting -the proposed change “im"poses a limitation
on the public’s right of access . . . within the meaning of Section 3
of Article | of the California Constitutioh.” (See Stats. 2008, ch. 372,

- § 53, Stats. 2010, ch._32, § 4; Stats. 2013" ch. 23, § 78; Stats. 2014,

ch. 31, § 99.) Yet it has never acted"to change, much less overrule,
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this Court’s holding that the exemption continues beyond completion
of the investigation.

“[W]he‘n as here “a statute has been construed by judicial

decision, and that construction is not altered

\byrsubsequentvlegisla‘t_ion, it must be presumed that

the Legislature is aware of the judicial construction

and'appr‘oves of it.” [Citations.] “There is a strong

presumption that when the Legislature reenacts a statute

which has »been “judicially construed it adopts the

- construction placed on the statuie by the' courts.”
[Citation.]” (People v. Meloney (2003) 30 Cal.'4.th 1145,
1161; see also People v. Ledesma (1997) 16 Cal.4th 90,
100-101.) -
This presumption of endo}s/ement is not’conc;lusive but where,

as here, there is more than mere silence, ““acquiescence is elevated

info a species of implied legislation . . . . (People v. Preston (2015)
239 Cal.A'pp.4th 415, 426, fn. 8.) The repeated amendment of § 6254, | ¢
and speciﬁcauy subsection (f), since Williams indicaies legislative
approval of this Court’s opinion. (See Rackauckas v. Superior Court,

supra, 104 Cal.App. 4th atp. 175 citing Rivero v. Super/or Court (1997)
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54 Cal.App.4™ 1048, 1059.) References to Proposition 59 in later
‘amendments only strengthen that inference.

As this Court noted in Williams, “if the Legislature had wished
to limit the exemption to files that were ‘related to pending
investigations,’ words to achieve that result were available.” (Williams,
supra, 5 Cal.4™ at p. 357.)% Each time the Legislature amends
§ 6254(f) without the Legisléture overturning Williams, that statement
is further validated.

The Legislature has been aware of ALPR technology at least
since 201 1, when Vehicle Code section 2413 was enacted to address
the retention and USe of plate scan data by the California Highway
Patrol. The Legislature’s 2015 enactment of the Reader Privacy Act
(Civ. Code, § 1798.90 et seq.)_ indicates Sacramento’s concern with
the use of such systems is in the security of the data. Legislative

actions taken since Williams are irreconcilable with petitioners’ claim

22 Compare Rutland Herald v. Vt. State Police (Vt. 2012) 49 A.3d
91, 95-99 [finding exemption for “dealing with the detection and
investigation of crime” in 1 V.S.A. § 317(c)(5) does not end when
investigation is complete], with United Gov't v. Athens Newspapers,
LLC (Ga. 2008) 663 S.E.2d 248, 249-252 [because exemption
in OCGA § 50-18-72(a)(4) is explicitly for records of “pending
investigation,” it ends once investigation “is concluded and the file
closed”.)
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the Legislature could not have intended the exemption to continue

after the end of the investigation.

CONCLUSION

Courts have consistently described § 6254(f) as a “broad”
exemption and none of petitioners’ arguments show a need to change
that interpretation. ALPR plate scan- data is collected for the purpose
of searching for cars involved in crimes, connected to AMBER Alerts
or associated with wanted felons, as well as other law enforcement
purposes. They are as much records of investigation as any other
memorialization of the steps taken to solve a crime. Using te'chnology'
does not change the meaning of “investigation.” Nor does the number
of plate scans the system is capable of acquiring. Nothing in the
statute or in any éase interpreting it supports petitioners’ claim there
can be no “untargeted” investigation.”

Statutes must be interpreted in a common sense way, providing
certainty and consistency to those who rely on them. Governments,
courts, and the public need reasonable standards by which to apply

§ 6254(f). Petitioners raise many objections to ALPR technology but
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they do not suggest a feasible definition of “investigation.” If § 6254(f)
were read in a way that would satisfy their protests, public entities
would have to disclose fingerprint and DNA databases, mug shots,
forensic evidence collected at crime scenes, and information obtained
from residents of neighborhoods where crimes have occurred.
Alternatively, there would be constant litigation over what constitutes
a record of investigation.

'Proposition 59 did no more than enshrine the policies behind
the CPRA into the California Constitution; its provisions do not require
a reconsideration of this or any other court’s prior holdings. The rule
of interpretation written into the Constitution is not new; it has been
the standard by which courts have interpreted CPRA exemptions for
many years. And the application of § 6254(f) that has developed over
years of judicial decisions, while broad, is as narrow as it can be.

Concerns about long-term surveillance using developing
technologies may someday necessitate reevaluation of search and
seizure law, but they have no bearing on the issue presented here.
ALPR technology does not implicate the Fourth Amendment, and
concerns about an individual's pri\)acy being invaded by prolonged
surveillance "are not implicated by ALPR cameras that only

occasionally scan a particular license plate. That scan may show
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where a person was at a Iparticular point in time—and thereby imply
something about that person’s personal life—but this is no more than
could be observed by a patrol officer or paséer—by. Speculation about
the misuse of plate scan data (or of ALPR systems) does not justify
carving out an arbitrary exception from § 6254(f). Petitioners’ public
policy arguments should be put to the Legiélature; they do not belong’
in the courts.

For the above reasons, respondent City of Los Angeles
respectfully requests this Court affirm the Opinion of the Second

District Court of Appeal.

DATED: January 25, 2016

MICHAEL N. FEUER, City Attorney
AMY JO FIELD, Assistant City Attorney

By Oiu:; &%MW

[
LISA S. BERGER
Deputy City Attorney

Attorneys for Real Party in Interest
CITY OF LOS ANGELES
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