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I. STATEMENT OF THE PROBLEM

The problem of this paper is to investigate the nature of domestic surveillance by agencies in the Federal Government, the extent to which this surveillance transgresses on the rights of privacy, and to determine what modifications in the law can redefine and protect these rights.
II. SUMMARY OF PRINCIPAL FINDINGS

1. The growing complexities of centralized government have increased the need for information-gathering activities.

2. The technological revolution produced the computer—a cybernetic creation which enhanced the governmental appetite for information.

3. The decennial census stipulated in the Constitution has included in recent years several possible privacy-intruding questions.

4. There is evidence that the confidentiality of the decennial census has been breached by interagency information transfer.

5. The United States Army has developed a highly complex information-gathering network with the expressed purpose of formulating contingency plans for domestic civil disorder, but which has grown beyond its mandate to create personality files.

6. The Justice Department has created a vast network of information data banks to aid in crime prevention.

7. The constitutionality of the electronic eavesdropping device has not been clearly defined by Congress or the Supreme Court, however, the Omnibus Crime Control and Safe Streets Act of 1968 has specified that for all wiretapping and eavesdropping, including national security cases, a court warrant is necessary.

8. Under the Nixon Administration, extensive surveillance of this nature has been conducted with national security surveillance being authorized solely by the Attorney General.
III. POLICY RECOMMENDATIONS

1. The Bureau of the Census must be prevented from disseminating any information to other federal agencies which it has garnered on a supposedly confidential basis.

   In evaluating its operating function, the Bureau of the Census should review the 1970 census questions for violations of personal privacy, should distinguish between collective and individual data, and should determine the propriety of Census Bureau surveys for other agencies in light of voluntary response requirement. (pp. 11-14).

2. The Congress of the United States should establish a congressional commission to supervise the separation of Army intelligence and Army security clearance files.

   This commission should consist of eight members; four members from each house and their selection by each house should consist of two members from the respective Committee on Armed Services; and two members from the respective Committee on the Judiciary. Furthermore, this commission should be bipartisan in composition and the members shall serve nonconsecutive two year terms. (pp. 26, 27).

3. This commission in cooperation with the Office of the Secretary of Defense and respective Military Services, should regulate the computerized information retrieval networks.

   Among its considerations, this commission will investigate military surveillance in sectors for which civilian law enforcement agencies are ordinarily responsible. (pp. 27, 28).
4. By an amendment to the Omnibus Crime Control and Safe Streets Act, the Congress should distinguish between the status of an alien and a citizen, and the situation of emergency and nonemergency with regard to surveillance authority. This clarification will resolve the penumbra of discretion in previous wiretap grants. (pp. 38).

5. By an act of Congress, a new level of judicial authority should be created to review all authorizations for national security wiretapping, replacing the sole discretion of the Attorney General. This court of warrants, as it shall be known, shall consider wiretap requests by federal agencies. It shall consist of three judges to be appointed by the President in the constitutionally prescribed process. (pp. 39 - 40).

6. The Federal Communications Commission should conduct an extensive policing of the nation's telephone lines to eliminate all unauthorized wiretapping and electronic eavesdropping. Thus far, this independent commission has failed to exercise its legal duty. (p. 40).
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V. DISCUSSION

Introduction

The makers of our Constitution undertook to secure conditions favorable to the pursuit of happiness. . . . They sought to protect Americans in their beliefs, their thoughts, their emotions and their sensations. They conferred, as against the Government, the right to be let alone - the most comprehensive of rights and the right most valued by civilized men.¹

Nearly two hundred years ago, the Founding Fathers empowered the federal government with the responsibility of promoting and preserving the general welfare of the people. At the same time, they assigned to federal jurisdiction the duty of protecting the liberties of the individual citizen among which was the right to privacy. To guarantee the success of this republican experiment, a national establishment was designed to formulate national priorities and translate these goals into realistic, concrete programs. Information about the citizenry and the society thus became a necessity for public policy making during the formative years of this nation. Dating from the first decennial census in 1790, the governmental information gathering role has expanded as government itself has grown in response to the proliferation of demands made upon the federal government. On the other hand, America has been careful to encourage its

citizens to act free from an all encompassing sense of being observed and recorded. Indeed, the approach to privacy taken by Americans, developed from a tradition of limiting the surveillance power of authorities over the private activities of individuals and groups.

What then has stimulated the recent controversy and frenzy about the boundaries of privacy in American society? First, as a result of federal action in the wake of the great depression, the role of the federal government in the policy realm has been greatly augmented. Secondly, this increase in federal responsibility and demands placed upon federal officials has been accompanied by a parallel increase in the demand by the federal level for greater quantities of personal information from the individual. Complicating this expansive trend in the information-based society, the innovation of an inexorable reality of available new technology has led to faster, more efficient, more pervasive information gathering. Today, the accumulation of data about individuals for a variety of governmental purposes has become a major activity of many federal agencies. Quantitatively, the private life of the average American is the subject of ten to twenty dossiers of personal information in the field and computer data banks of government agencies.¹ For the first time in history, the

ability to collect and store data has equaled the need for information about its citizens by the federal government.

The opportunity exists today to create meaningful programs and to measure their effectiveness. But in doing so, the government must guarantee Americans that the tonic of high speed, extensive information handling does not contain a toxic which will kill their privacy. Therefore, we are moved to examine the information-gathering techniques and the permeation of citizen surveillance. We are moved to analyze and carefully assess the importance of privacy in our society. What are the limits of legitimate interference of collective opinion with individual independence in the cybernetic revolution? What is the extent of federal information gathering? What federal agencies are employing undercover, concealed methods of surveillance? Is the need for information to promote the "general welfare" in a technologically abetted society incompatible with a notion of privacy? Now is the time to cement a balance between both sides of this scale of American society. Now is the time to determine to what extent Americans are willing to exchange some freedom and privacy in one area for other social gains.

This paper will examine these questions which embrace the United States in the 1970's. It will analyze first the methodology and the users of data collection and surveillance, and secondly, the cost of these activities in terms of the
individual's right of privacy. Moreover, this paper will try to reveal some insights into how a society with a reputation for providing liberty can further provide limits on the surveillance power of authorities in order to ensure both the preservation of privacy and the solution to impending problems.

Computers and Dossiers

Government should be allowed to know a great deal more than it does about the community it was selected to serve. This requirement is essential if we want to see decisions made on the basis of fact. You cannot manage an advanced society, which is a vast, complex interconnecting system unless the facts are available.¹

Throughout the federal government records are maintained on individuals varying from agency to agency as to scope of information recorded. These differences reflect particular functions performed by each agency and the provisions of federal law which specify responsibilities, program administration, and national security implications of the agency's mission.²

The compiling of dossiers on individuals, however, is not a new phenomenon in this country. "The Federalists,

¹Arthur R. Miller, The Assault on Privacy: Computers, Data Banks, and Dossiers, p. 126.
The present scope of federal data gathering surveillance varies greatly from agency to agency. Records maintained by elements of the Federal Government on individuals and organizations particularly depict this diversity as to volume and scope of information recorded. Such differences reflect among other factors, particular functions performed by agencies involved, provisions of Federal law which specify responsibilities and programs administered by such agencies, national security implications of the agency's mission, and in some instances, differences in administrative philosophy among the Federal agencies and departments involved. Needless to say, the multitude of federal agencies is significant. Indeed, such a listing prominently includes the Census Bureau and Patent Office within the Department of Commerce, the Civil Service Commission, the Selective Service and several bureaus within the Department of Defense, Health, Education and Welfare, Housing and Urban Development, Justice, State, Transportation, and the Treasury. In addition, according to Frank Donner, who addressed the Princeton University Conference on the Federal Bureau of Investigation, there are approximately twenty federal agencies that are involved in surveillance-intelligence activities.  

1Frank Donner, "The Theory and Practice of American Political Intelligence," (Reprint from The New York Review of Books), 1971, p. 2. These include the FBI, Army, CIA, IRS,
Both types of activities have become pervasive in today's society.

In light of the extent of domestic information gathering and/or surveillance activities conducted by federal agencies, a study with the expressed purpose of evaluating the effect of agency surveillance on the individual's right to privacy will prove to be a formidable task. Regrettably, not every agency so involved can be sufficiently inspected at this time. Thus, for the purposes of this paper, it will focus only on the most dynamic, most intensive and most privacy-threatening activities. Accordingly, first the Bureau of the Census shall be considered because it is purported to have the most stringent code of confidentiality for data gathering. Nevertheless, as shall be depicted, the Census Bureau can and does pose serious danger to privacy. In addition, the subjects of this paper shall include those activities of the Department of the Defense, in particular the Army, and the Department of Justice. It is hoped that the reader will be given a more realistic perspective of the pervasiveness of governmental surveillance networks in view of those agencies, which accentuate the extent of such activities and their counter effect on privacy.

Post Office, Secret Service, Customs Bureau, Civil Service Commission, Immigration and Naturalization Service, Navy, Air Force, Coast Guard, Passport Division of the State Department, Department of Justice, Department of Health, Education and Welfare, Office of Economic Opportunity.
enforcing the first Alien and Sedition Acts, doubtless compiled dossiers on known and suspected Jacobians. But when they had served their purpose in the prosecution of the suspects, they were apparently discarded. However, as American society grew more complex, and as we have perceived more justifications why one man may have a legitimate interest in the affairs of another, the business of compiling personal dossiers has increased rapidly. Because law-enforcement agencies have a legitimate interest in a variety of information, they compile files. In the interests of efficiency, these records become permanent. Moreover, in addition to the degree of permanency achieved by a dossier, the tendency arose within the federal structure to interchange data when one agency had already compiled a file on a subject.

Despite the guarantees of the Constitution with respect to the arbitrary use of the recordkeeping and information power of government and the growing practice of interchange, the demands for efficiency were not exhausted. Responding to the need for efficiency, the technological revolution provided the computer—a cybernetic creation which greatly enhanced the governmental appetite for information. The limitations of prior efforts at information gathering

---

were no longer imposing, as the computer's capability brought forth an answer to efficiency, speed, and quantity of data capable of collection, storage, and access. Indeed, the computer's entry into governmental data collection casts a dark shadow on privacy. What has occurred in reality is the rapid adaptation of a technological system able to manipulate vast amounts of data by analyzing seemingly unrelated variables.

Before the computer age, government also kept dossiers on individuals--criminals and non-criminals--which detailed their histories, personal habits, associations, and views. But they were contained in files handled manually--files that were laborious to locate, space consuming, and could not easily be transferred to other agencies interested in particular individuals.

Today, however, information can be and is stored in computers or data banks, and can be sent almost instantaneously to a requesting agency. What is more, it is unlikely to be lost and takes up relatively little space.

Among the federal agencies utilizing the computer data system, there are the Bureau of the Census, Internal Revenue Service, Departments of H. E. W. and H. U. D., and the law enforcement agencies, the Department of Justice (particularly the FBI) and the Department of Defense (particularly the Army). Thus, the computerized dossier has made it possible via remote-access, time-share systems to link all federal data banks.

---

through computer terminals and storage systems. Although as far as is known, this potential has not been activated. The capability exists not only to coordinate agency to agency information processes, but also for a third party to tap into federal computerized data retrieval systems and obtain personal information without government permission and knowledge.

The Bureau of the Census

The oldest and perhaps the largest data bank maintained by the federal government is the Bureau of the Census. In operation since the last decade of the eighteenth century, the Census Bureau is, in reality, the aggregate of two related processes. First, it conducts

...the decennial census which has evolved from the simple enumeration of the populace called for by the United States Constitution to a comprehensive survey seeking numerous items of personal data designed to portray the quality of life in the nation."

Primarily, questions regarding population, the census does serve the vital function of determining legislative apportionment and the allocation of federal funds. Secondly, the Bureau of the Census possesses the first if only legitimate

1Miller, op. cit. p. 127.
data bank in the nation with microfilm of all census records from 1900 to the present.

As evidenced by the last two decennial census questionnaires in 1960 and 1970, this query has developed into a sensitive probe of the activities and life styles of individual citizens. In 1960, one out of every four Americans received the "blue form" household questionnaire which requested information about individual housing and access to modern conveniences. Whereas questions such as "how many bedrooms are in your house or apartment," can be considered acceptable under the 1940 amendment to include a housing census, the admissibility of the following queries remains in some doubt:

Do you have a clothes washing machine?
Do you have an electric or gas clothes dryer?
Do you have any television sets?
Do you have any radios?
Do you have air conditioning?
How many passenger automobiles are owned or regularly used by the people who live here?¹

Furthermore, the 1970 census was even more comprehensive from the standpoint of personal information gathered. Although the majority of Americans were subjected to a relatively mild interrogation, millions of citizens received consid-

¹Vance Packard, The Naked Society, p. 268.
erably more extensive forms, incorporating additional questions with respect to health, employment, finances, and housing: 1

How much rent do you pay?
How much did you earn in 1967?
If married more than once, how did your first marriage end?
Do you have a telephone? If so, what is the number?
Do you have a bathtub or shower?
Do you have a flush toilet?

In addition, the Bureau of the Census extracts this information under the threat of criminal penalties. On the few occasions when the law was challenged, the Supreme Court upheld the broad discretion of the Bureau under the constitutional provisions and Section 221 of Title XIII, U. S. Code, 68 Stat. 1023; 71 Stat. 484:

This section authorizes fine or imprisonment for anyone over 18 years of age who refuses to answer 'any of the questions on the schedule submitted to him' in connection with any duly authorized census or survey when requested to do so by the Secretary of Commerce. 3

Nevertheless, the Bureau is enthusiastically respondent

1 Miller, op. cit., p. 127.
2 Ibid.
3 Packard, op. cit., p. 269.
to include at the request of private enterprise and social planners, questions which will help them craftily solicit business. Commercializing census tracts has become a frequent activity of the Bureau as it provides a great deal of valuable and extensive statistical data to interested groups including business corporations. *Individual information, however, remains available only to the individual concerned or his legal heirs.

The judicial decisions upholding the responsibility of the individual citizen to respond to each and every census question are correct. What behooves further investigating is the extent to which the decennial "enumeration" is conducted and the use to which the data is applied. As illustrated, the most recent census surveys include not only population information, but also probes into matters of race, industry, business, agriculture, marital status, family size, geographical location, and mobility. In addition to the information, the Census Bureau also obtains information from other agencies such as the Internal Revenue Service, and the Department of H. E. W.'s Social Security Administration. Although the Census Bureau is not interested in individuals but in groups, the potential remains for interagency accessibility to census records. "The criticism leveled against it, notwithstanding, the Census Bureau has an unequalled record among federal agencies in pre-
Vance Packard calls this problem the right to be free from bureaucratic harassment. Moreover, it is necessary to understand not only how such questions overstep the authority of the Bureau of the Census, but also how they pose serious threats to privacy. Indeed, the answer lies not in the seeming innocence of the question, but instead the use to which the information is put. For example, today, any citizen or organization can write the United States Department of Commerce - Bureau of the Census in Washington, or one of the forty-two field offices of the Bureau, and for a price of $111.00 for the entire set of reports, or for a price ranging from $1.00 to $5.25 for an individual report, receive a copy of the 1970 Census of Housing - Final Report - Detailed Housing Characteristics HC (1) - B Series.

These reports will focus on the housing subjects collected on a sample basis. Subjects to be included in these reports are tenure; occupancy and vacancy characteristics; utilization characteristics (number of rooms, number of persons, persons per room, and bedrooms); structural and plumbing characteristics (kitchen and plumbing facilities, bathrooms, units in structure, year structure built, access to unit, source of water, sewage disposal, basement, and elevator in structure); equipment (heating, air conditioning, telephone); fuels used for heating and cooking; appliances (clothes washer, clothes dryer, dishwasher, etc.); automobiles available; ownership of second home; and financial characteristics (value, rent). In addition, for areas with Negro and/or Spanish population of specified size, the reports present selected data for these subgroups. Statistics will be shown for some or all of the following areas: States and counties (by farm-nonfarm residence),
standard metropolitan statistical areas, urbanized areas, and places of 2,500 inhabitants or more.¹

Indeed, this information is broken down from national, regional and statewide statistics into municipal and sub-municipal areas. Admittedly, the Bureau of the Census still maintains the admirable regulation of personal information. Yet, by providing, for example, plumbing statistics to corporations in this line of business, which pinpoint particular areas of municipalities as characteristically in need of plumbing fixtures, these residents could be subjected to undue harassment.

Furthermore, in 1960, the country was divided into tracts each containing 4000 to 7000 people. As a result, the Commerce Department, via the Census Bureau was able to provide a lot of valuable statistics to interested groups... including the Reuben H. Donnelly Corporation which had to a large extent built an empire on the basis of buying Census tracts and selling the information.²

Moreover, partial blame must be attributed to the Census Bureau because this information is not being used for the expressed use of related agencies.

¹1970 Census of Housing - Final Reports - Detailed Housing Characteristics HC(1) - B Series, U.S. Department of Commerce, Bureau of the Census, Taken from Publications Order Form, p. 2.

²Packard, op. cit., p. 271.
serving the confidentiality of personal information. But this past record is no guarantee for the future.\textsuperscript{1}

Statutory limitations prohibited dissemination of information for identifying purposes. However, this means the propriety of releasing data depends on what a user might infer from the data.\textsuperscript{2} Furthermore, disclosure decisions are left to Bureau workers who possess the ability of destroying the confidentiality of census data by complying with requests for small aggregates of computer microdata.

Another potential loophole in the statutory scheme protecting census data can be found in the Secretary of Commerce's authority to furnish tracts to states and courts for genealogical purposes. . . . Although this provision is primarily utilized by individuals who need information about themselves, . . . particularly for proof of age in connection with . . . benefits, it operates as an ill-defined exception to the prohibition in the confidentiality of the Bureau's operation.\textsuperscript{3}

In conclusion, despite essentially conducting a tightly knit process, the Bureau of the Census suffers from a limitation that confidentiality restrictions are made without giving the individual citizen involved easy access to the data and also, an opportunity to challenge disclosure.

\textsuperscript{1}Miller, \textit{op. cit.}, p. 135.

\textsuperscript{2}Countryman, \textit{op. cit.}, p. 145.

\textsuperscript{3}Miller, \textit{op. cit.}, p. 137.
To remedy the present limitations and to prevent future abuses of this vast data bank, the Census Bureau, in effect, must remove itself as an avenue of information for other federal agencies and private business groups. Since the Census Act's confidentiality restrictions are applicable to Bureau officials who gather the information initially it is probable that "they cannot be enforced against a third party who lawfully obtains information from the Bureau and subsequently misuses it." ¹ Moreover, this statute does not rule out the possibility of other federal agencies composing a questionnaire containing questions that appear on a census survey and imposing it on part of the public. "Many agencies use the ploy of having the Census Bureau conduct surveys for them."² Inevitably, the Census Bureau processes the surveys for the requesting agency and then transfers the information via computer tapes to that agency. Needless to say, "the excellent confidentiality record of the Bureau of the Census becomes irrelevant since it no longer can control the use or dissemination of the data."³

This administration of questionnaires for other federal agencies poses a potential and at times active threat to pri-

¹Ibid., p. 138.
²Ibid., p. 139.
³Ibid.
vacy. In the case of surveys merely conducted by the Census Bureau for other elements of the federal government, failure to respond to these polls unlike the decennial census, are not subject to criminal penalties. Yet, nowhere on these probing interrogatories does this fact of voluntary compliance appear. In reality, the recipient becomes coerced by the seal of the Census Bureau. Senator Sam J. Ervin, Jr. (D-NC) chairman of Senate Judiciary Subcommittee on Constitutional Rights pointed to the correct mechanism to alleviate this condition:

I differ with those who say that there are no existing checks on this developing power of computer technology, for I believe they already exist in our form of Government. They guarantees are established in our Constitution.

Accordingly, the Census Bureau must endeavor to disassociate itself with abetting other federal agencies. It must also carefully review the questions to be placed on the decennial survey. Furthermore, it should not sacrifice the pretext of confidentiality that it purports to maintain for the sake of harmony with other agencies by serving as a center for information distribution and gathering responses to questions not related to their function. See 13-013-b(Addendum)

With regard to access to individual dossiers, “The only ‘need’ for preserving keys to personal identity in the Bureau population statistics is that

1 Congressional Digest, op. cit., p. 237.
Congress can aid in these privacy protecting endeavors by recalling from committee House of Representatives Bill 9527 since it gives the individual access to his records while at the same time restricting other's access to it. Indeed, this legislation would greatly diminish the possibility of disclosure after the Bureau transferred information to another agency. In addition, the misuse of the Bureau's seal could be avoided if the Bureau were (a) instructed by Congress as to what areas citizens may be questioned and required to respond; (b) required to clearly distinguish on the surveys between questions to which responses are mandatory and questions to which responses are voluntary; (c) allowed to report only aggregate data to other federal agencies; (d) enjoined from conducting surveys for, or reporting information to, private concerns. Provisions similar to these are included in Senate Bill 1791 and consideration of this bill should be carried out by the Congress, too.

The record of the past is clear. The Bureau of the Census does have a commendable record for maintaining the confidentiality of personal data files. "The rules of confidentiality in the treatment of responses to census questions are as firm and clear as they have ever been."  


However, with regard to statistical data, the avenues for abuse are available. Other federal agencies often subcontract with the Census Bureau to conduct other agencies' surveys under the seal of the Bureau of the Census.

This examination, moreover, is designed to be prescriptive. For indeed, if the Federal Government's most security-oriented data collection agency can abuse the individual's right to privacy through use of statistical information, then one can be only be further angered by the revelations concerning more personalized disclosures of such agencies as the Department of Health, Education and Welfare's Social Security and Aid to Dependent Children Administrations, and the Internal Revenue Service use of tax return information.
those keys facilitate keeping the statistics up to date and adapting them to new uses during the ten-year period between censuses." How vital is that need, and could it not be met instead by taking a population census at more frequent intervals?

Department of Defense--Army Surveillance

Within the past year, there has been a focus of official and public attention on the fact that for a period of time during the 1960's the Military Services were engaged in the collection and analysis of information on persons and organizations not affiliated with the Department of Defense. Clearly there is not precedent for the scope and intensity of information collection and analysis related to the civilian communities which occurred in the period in question. The character and extent of information collection undertaken by the military and the curtailment of this activity during the past two years can only be understood if related to the circumstances which initially led to the military involvement.

With those words, Mr. Robert P. Froehlke, U. S. Assistant Secretary of Defense opened his testimony to the Senate Subcommittee on Constitutional Rights to elucidate about the nature of information collection by the Military Services, particularly the United States Army. What concerns us today is not the data pertinent to service personnel having current duty or standby status which is main-

\[1\] Countryman, op. cit., p. 149.
\[2\] Congressional Digest, op. cit., p. 236.
tained in the active files of the Department of Defense. Instead, the scope of Department of Defense information-gathering which is of paramount interest is the surveillance and intelligence operation which for the last decade has been conducted by the United States Army. In particular, this intelligence activity places emphasis on amassing information with regard to civilian politics and potential civil disturbances. Has the Army overstepped its authority to conduct security clearance investigations and to preserve the "domestic tranquility"? Are such surveillance activities transgressing upon the individual's right of privacy? And furthermore, has the Army, indeed curtailed surveillance activity during the past two years?

A number of instances in American history exemplify the use of National Guard or Federal Troops by civilian authorities in connection with domestic disturbances.

Accordingly, Article IV, Section 4, of the Constitution of the United States provides:

The United States shall guarantee to every State in this Union a Republican Form of Government, and shall protect each of them against Invasion; and on Application of the Legislature, or of the Executive (when the Legislature cannot be convened) against domestic Violence. 1

1 The United States Constitution, Article IV, Section IV.
Prior to 1960, instances of civil disturbances were "...sufficiently infrequent and isolated so as to preclude any necessity for detailed contingency planning by Federal civilian or military authorities." However, in the early 1960's, civil disturbances became more frequent and more intense, particularly, as the barriers of race began to dissipate throughout the nation. Federal officials charged with responsibility for the commitment, deployment, or potential deployment of Federal troops made a request for improved planning in federal assistance to states and local communities during civil disturbances. Prior to the summer of 1967, the involvement of the Military Services in collection of civil disturbance information could be characterized as minimal but increasing. July and August of 1967, however, marked a turning point. Rioting in Newark and Detroit, respectively, motivated civilian and military officials at the highest levels of government to place heavy emphasis "on improving the preparedness of the Federal Government structure including the military" to respond to large-scale civil disturbances.2

Nevertheless, during 1967, the character of civil disturbances metamorphosized from largely racial matters precipitated by a chance incident to pre-planned, pre-announced

1Congressional Digest, op. cit.
assemblies of people across the nation to protest the Vietnam war. It was the cumulative impact of these developments which led the Army "being asked to plan for possible commitment of Federal troops in as many as 25 major cities concurrently." ¹ Upon commendation by the Kerner Commission report, the Army's involvement in collection and analysis of information on civilians and organizations not affiliated with the Defense Department was made operative.

Although all of the Military Services were subjected to requirements connected with information collection related to civil disturbances, the Department of the Army, had the responsibility for the principal effort.²

The genesis of Army investigative and related counterintelligence organizations in the collection and utilization of information began on January 1, 1965, when the United States Army Intelligence Command CONUS Intelligence commenced gathering all the previously parcelled information units. The Commander of CONUS (Army's acronym for Continental United States) reserved to himself the authority to approve any covert collection. In retrospect, it becomes evident that initially only "a small proportion of the total effort was used for collection or processing of civil disturbance information."³ The great majority of investigative personnel

¹Congressional Digest, p. 238.
²Ibid.
³Ibid., p. 240.
were engaged in the routine personnel background investiga-
tions.

As civil violence proliferated in the first six
months of 1968, however, law enforcement agencies, including
those on the Federal level, made known to high civil
authorities, their lack, in quantity and quality, of the
necessary resources to cope with increasing demands for in-
formation. As a consequence, a more comprehensive and de-
tailed intelligence document, the Department of the Army
Civil Disturbance Information Collection Plan, was issued.
It "provided that predisturbance information would be obtained
by drawing on other Federal as well as State and local forces."1
Commenting further on the Collection Plan, Froehlke stated:

If the Army must be used to quell violence it
wants to restore law and order as quickly as possible
and return to its normal protective role--to do this
it must know in advance as much as possible about the
well springs of violence and the heart and nerves of
chaos. . . . It is highly improbable that many
of the requirements listed could be obtained by
other than covert collection.2

Thus, the stage was set for the beginning of army
spying. This build up of an army intelligence mechanism is
a concentration of authority for the wrong reasons.

---

1Ibid. p. 240.
2Ibid. p. 242.
The records clearly indicate that military resources were employed because civilian agencies--Federal, State, and local--had demonstrated a lack of capability to provide the quantity and type of information believed to be necessary effectively to cope in a timely fashion with the emergency then prevailing.¹

However, bureaucratic inability to cope with civil disorder is a false pretense for creating a mechanism which potentially could and in actuality has transgressed the legal boundaries of privacy. True, the original purpose was somewhat legitimate in that an early warning system for pending civil disturbance was necessary in case the Army might be called upon to quell it. Yet, today, this operation has proliferated into a surveillance organ designed to gather dossiers on not only violence-prone organizations, but such non-violent groups as the Southern Christian Leadership Conference and the NAACP, and on files devoted exclusively to descriptions of the lawful political activity of civilians.

There can be no question that the Army needs information to aid civilian authorities in potential riot or disaster situations. Moreover, prior to exposing its personnel to military secrets, it has to check into their past behavior for evidence of disloyalty and unsuitability. The Army must investigate any disaster which might disrupt the nation's lines of supply. And finally, it has the obligation to keep informed about the whereabouts and activities of left and right wing, ultra-militant subversives. "But must it also

¹Congressional Digest, op. cit., p. 244.
distribute and store detailed reports on the political beliefs and actions of individuals and groups.\textsuperscript{1}

At present, the Army publishes a "blacklist" encyclopedia of profiles of people who in the opinion of the Intelligence Command officials, might cause trouble for the Army.\textsuperscript{2} Secondly, the Army, too, foreseeing that computer technology permits the most extensive collection and retrieval systems for information, has developed a computerized data bank at the Investigative Records Repository at Fort Holabird in Baltimore, Maryland. Supplementing its seven million individual security-clearance dossiers, the Army data bank feeds both "incident reports," relating to the Army's role in domestic disturbances and "personality reports," extracted from these incident reports. Furthermore, these personality reports generate new files on the political activities of civilians wholly unassociated with the military.

What is perhaps most remarkable about this domestic intelligence network is its potential for growth and interagency access.


\textsuperscript{2}Ibid. p. 6.
Because the Investigative Records Repository is one of the federal government's main libraries for security clearance information, access to its personality files is not limited to Army officials. Other federal agencies now drawing on its memory banks include the FBI, the Secret Service, the Passport Office, the CIA, ... the Civil Service Commission, the Atomic Energy Commission, ... the Navy, and the Air Force. In short, the personality files are likely to be made available to any federal agency that issues security clearances, conducts investigations, or enforces laws.¹

The complexity of the Army intelligence network did not end with the Fort Holabird Army computer. Before public outrage of the past year forced Army curtailment of camouflage of civilian surveillance, there was established a computer-indexed, microfilm archive of intelligence reports at the Alexandria, Virginia headquarters of the Counter Intelligence Analysis Division (CIAD). Two other computerized data banks were maintained at Fort Monroe, Virginia, and Fort Hood, Texas. In addition, the 300 stateside Army intelligence offices maintained noncomputerized, regional files on local political groups and individuals. The Army also distributed to its branches and various government agencies 375 copies of an encyclopedic "compendium" of individuals and organizations.²

To provide the information for these computerized

¹Ibid., p. 6.
dossiers, the Army has utilized its own plainclothes agents as well as sources from other agencies, federal, state, and local, and news media clippings and radio monitored broadcasts. Covert surveillance reports filter in from former agents such as John O'Brien, a member of the 113th Military Intelligence Group who related his CONUS section amassed data on Illinois citizens who espoused discontent with the military involvement in Southeast Asia. Reportedly, two of the more prominent subjects were Senator Adlai E. Stevenson III (D-Ill) and Representative Abner Mikva.\(^1\) However, some subjects of surveillance were of legitimate interest such as Weathermen subversives, but many others were engaged in constitutionally-defensible activities such as writing letters to congressmen, signing petitions, and marching in peaceful demonstrations. One area of continued undercover military spying intrusion has been the nation's colleges and universities, scene of scores of anti-war protests, moratoriums and the May, 1970 student strikes. During the latter protests against Administration policies in Southeast Asia, Army intelligence activities were widespread and intensified.

Succumbing to its "obligation" for Vietnam protest, Princeton University joined hundreds of colleges in campus disruption. According to university officials and local police, several plain-clothes "students" were seen inconspicuously taking

photographs of demonstrators at a sit-in on the grounds of
the Institute for Defense Analysis (IDA). Although iden-
tification was never substantiated, students were known to
be paid informants by several law-enforcement, surveillance
agencies. In light of the extent of Army intelligence
activities, the rule of the game seems to be that nothing
is too trivial to investigate.

Considering the limits of authority, the Army's sur-
veillance endeavors provide a weak defense for preserving the
domestic peace.

The Army justification for the collection of
domestic political information generally is based
on its responsibility to maintain order in case of
major riots or civil insurrection.

However, in the event of insurrection, it would be the
civilian police agents that would be responsible for the
arrest of guerillas and insurgents. Moreover, there appears
to be a total lack of justification for the maintenance of
files on elected political leaders. Although the person-
ality files and blacklists were designated to facilitate

---
1 Confidential Interview A., Princeton, N. J.,

2 Ibid.

3 "The Invisible Intruders," Saturday Review, No. 19,
selective arrests of subversives, this fails to account for the fact that the Army lacks authority to round up suspects the moment civil disturbance seems imminent. Moreover, "the seizure of civilians on suspicion of conspiring or attempting to overthrow the government by unlawful means... continues to be the responsibility of local and state police and of the FBI."¹ Only in the rare case of martial law, when civilian law enforcement has been unable to function, the Army is given all governmental authority. Perhaps then, it might need these personality files, blacklists, and the mammoth, interconnecting data retrieval system.

Does the Army need to conduct civilian surveillance and keep its own dossier on the politics of law-abiding citizens and groups? What makes its agents more competent than the FBI or local police departments? In addition, "are the civilian authorities so uncooperative that the Army must substantially duplicate their efforts?"² According to the present Administration, the authority for the Army program comes from the Constitution, Article II which permits the President to engage in whatever "intelligence activities

¹Pyle, op. cit., p. 8.
²Ibid., p. 9.
³Ibid.
are necessary to protect the nation. ..." Contrasting this inherent-powers doctrine, the Army's authority to collect domestic intelligence is limited by those laws which distinguish the Army's responsibility for law enforcement from that of other agencies. Once again, responsibility lies with the FBI rather than the military. Furthermore, Army authority is confined to the policing of political activity only within the armed services and those laws under federal-state agreements where Army installations are governed.

The effect of this dossier-feeding surveillance is all too clear as a result of recent public outrage against Army spying. The Defense Department, however, in other less-publicized ways, encroaches upon the individual's right to be free of bureaucratic harassment by its labeling anyone working for a private defense contractor as a security risk without offering the worker a chance to confront his accusers. The Defense Supply Agency additionally maintains an index file of 1.5 million personnel cards detailing security clearance information for individuals employed by contractors engaged in classified work for the Department of Defense."

Obviously, the Department must have the power to protect its classified information. But in protecting the national security, flagrant abuses of individual rights have occurred.¹

In conducting surveillance activities under the guise of intelligence needs, the Department of Defense, therein the Army, has overlooked a fundamental principle in American government: that the military authority shall remain subordinate to civilian control.² The maintenance of political dossiers and military surveillance, is in contrast to the aforementioned principle.

What check and balance recourse do citizens presently have? Secretary Laird's formation of a high-level civilian-dominated board to assume direct control of investigations in this country by military intelligence is at best only a beginning.² Because these civilian officials are career Defense Department bureaucrats, the return of an overzealous military to its proper perspective necessitates effective and assertive action. Therefore, a new civilian review board should be established. This commission should be created immediately by Congressional mandate and should consist of four members of each house of Congress; furthermore, it should be bipartisan in nature with commission members chosen.

²Beecher, op. cit.
This realization becomes self-evident in view of two considerations. First, as depicted earlier, throughout times of peace within this century, law enforcement and the prevention of crime and civilian insurrection has always been the responsibility of civilian agencies from local police departments on upward to the federal government's arm, the Federal Bureau of Investigation. To maintain the domestic tranquility, civilian law enforcement agencies will more than likely require some form of intelligence information. Nevertheless, these surveillance activities should be conducted by civilian agencies, and not the military services. Second, it seems apparent from the statements of denial issued by the Office of the Secretary, that the Secretary of Defense has not issued explicit orders permitting or recommending military surveillance of civilian activities. Nor is it self-evident that these orders are emanating from the White House. Hence, if these premises are correct, then perhaps it might not be too speculative to assert that military officials are overstepping their authority because they are engaging in activities of a highly dubious nature in view of their jurisdiction. Indeed, these activities do not merely require field decisions made by military personnel, but instead, they demand policy decisions set forth by civilian officials in the Department of Defense or the Executive Office of the President.
Despite Assistant Secretary of Defense Robert F. Froehlke's assertion that:

The records clearly indicate that military resources were employed because civilian agencies - Federal, State and local - had demonstrated a lack of capability to provide the quantity and types of information believed to be necessary effectively to cope in a timely fashion with the emergency then prevailing.

the solution to this situation is not a transgressing military establishment. Henceforth, the civilian authorities within the Department of Defense and in the Congress should investigate these allegations to allay those fears of an uncontrollable military undercover operation.

Furthermore, we must not forget the traditions of this country's founding principles. Conservatives remind us of loyalty and past accomplishments, many of which we can truly view with pride, and the radical left points out that our existence as a Nation is founded on revolutionary action. The military establishment has played a large part in the forming of our traditions and a civilian government, aware of the abuses by Britain, also established firm principles which we now revere as tradition. Perhaps no other tradition is so vital to the security of our form of government than the separation of civil hegemony over the military. This tradition has been imperiled in recent years.

1Robert F. Froehlke, remarks before the Subcommittee on Constitutional Rights of the Senate Committee on the Judiciary on March 2, 1971, Congressional Digest, op. cit. p. 244.
by the growth of the domestic intelligence operations of the U.S. Army, at times supported by similar activities of the Navy and the Air Force.

Moreover, questions should be raised as to whether civilian officials in the Department of Defense are permitted access to these personality files and surveillance - intelligence information.

However, these conclusions must not rule out completely all military intelligence operations. To prohibit unconditionally these activities, on the other hand, could be in the long run detrimental to the national security of the United States. For example, if another crisis situation similar to the 1962 Cuban missile crisis precipitated, it might become necessary for military intelligence to be employed where the Armed Services would derive original jurisdiction and hence, become immediately involved. Yet, this conditional surveillance permit for the military would not be legitimate in cases where civilian responsibilities and capabilities were inadequate or insufficient.
from the rolls of the Armed Services (2) and Judiciary (2) Committees of each house. Finally, members are to be chosen by each house, respectively, and shall serve two-year terms, according to the Congressional calendar. No senator or representative shall serve consecutive two-year terms.

It shall be the expressed duty of the commission to supervise the separation of the CONUS intelligence and security-clearance data retrieval systems. This objective could be achieved by establishing separate headquarters, preferably in separate cities for these two information systems. Although physically separate headquarters would be expensive, since it would probably require two separate communications and information storage systems, the computerization of the data-retrieval networks should be better protected from abusive interagency or third party intrusion. Such a commission could satisfy both the public's need for a regularized system of independent scrutiny and the Army's need for friendly critics capable of alerting it to the legal, moral, and political implications of its domestic intelligence program.

In the final analysis, this commission should evaluate the legitimacy of this aspect of military intelligence according to the degree the activity serves to help forewarn of impending civil disorder. Moreover, it should consider the extent to which military data collection inhibits
political participation and deprives dissenters of the rights of free speech and association, the right to petition the government for redress of grievances, and the right of privacy guaranteed by the First, Fourth, Fifth, and Ninth Amendments to the Constitution.

Department of Justice.

Within the structure of the Federal Government, nowhere is intelligence information more vital to the sector's proper functioning than in the Department of Justice. Indeed, this area of government has given rise to a number of "data bank" files of instantly available information which can be rapidly transmitted, upon request, to authorized agencies and individuals throughout the country. In crime control, needless to say, the benefits of this information network have been widely acknowledged. Increasingly, in recent years, however, as technology has revamped intelligence and crime-prevention methods, the basic question at issue is the power of the Justice Department to monitor the activities of individuals when there is no probable cause to believe they have committed a crime.

Nowhere else in the federal establishment is the range of information collection and surveillance activities so varied as in the Department of Justice. Accordingly, there are no less than ten data banks within the Justice...
Department. These include the Civil Disturbance System (Subject File-13,200 files; Incident File-14,000); the computerized Organized Crime Intelligence System (400,000 cards); Addict Files of the Bureau of Narcotics and Dangerous Drugs (70,000 files); the Defendant Statistical Program (2900 individuals arrested for drug violations, data in statistical form only); FBI Fingerprint and Criminal Identification Files (199 million cards) and the newly converted nationwide computerized system known as the National Crime Information Center; the known Professional Check Passers File (PROCHECK* 2000 tape storage records); Immigration and Naturalization Service-Alien Reports File (approximately 4.3 million per. year); Master Index (40 million persons admitted or excluded from this country since 1952 as well as sponsors of record); and the Non Immigrant Index (500,000 individuals admitted temporarily).¹

Suffice it to say that this multitude of information is available only to the direct access of Justice Department officials. However, in all data banks, information is made available on a need-to-know basis to other Federal agencies and law enforcement bodies. These information-gathering storage and retrieval systems are outlined in the provisions of Part II, Title 28, U. S. C., Section 534, which states as

follows:

(a) The Attorney General shall—
(1) acquire, collect, classify, and preserve
identification, criminal identification, crime, and
other records; and
(2) exchange these records with, and for the
official use of, authorized officials of the fed-
eral government, the states, cities, and penal
and other institutions.¹

Electronic Eavesdropping and Wiretapping

Of paramount concern to the recent debate over the
boundaries of privacy, the use of wiretapping and electronic
eavesdropping devices has stirred the most controversy be-
cause there is posed an actual threat to the rights of free
expression and freedom from unreasonable search guaranteed
by the First and Fourth Amendments.

Until 1968, federal law on wiretapping was embodied
in the Communications Act of 1934 (47 U. S. C. 605), which
was a general statute aimed at protecting the privacy of
citizens using the telephone or telegraph communications.
The Act read in part:

"...and no person not being authorized by
the sender shall intercept any communication and

¹William H. Rehnquist, testimony before the Committee
on the Judiciary, Subcommittee on Constitutional Rights,
March 9, 1971, 92nd Congress, 1st Session, Privacy and
Federal Data Banks, excerpted from Congressional Digest,
p. 246.
divulge or publish the existence, contents, sub-
stance, purport, effect, or meaning of such inter-
cepted communication to any person. . . ."1

The statute exempted such matters as routine work by com-
munications workers and transmissions relating to ships in
distress. Yet, few people are aware that another clause
includes the following:

". . .and no person having received such inter-
cepted communication. . .shall. . .use the same or
any information therein contained for his benefit
or for the benefit of another not entitled thereto.2

In 1941, the Justice Department ruled that a violation
of Section 605 required both an interception and a divul-
gence outside the Federal Government; that ruling inter-
preted the Act as meaning that the Federal Government could
wirtap as long as the contents of the communication were
not divulged.3 The FBI and the Internal Revenue Service, in
particular, followed that interpretation. As a result, un-
disclosed wiretapping by the Federal Government was little
publicized but relatively widespread because the Government
chose to read "divulge" as meaning a public presentation.

After World War II, Congress in several years con-

1"Congress Again Considers Controversial Wiretap
Issue," Congressional Quarterly Weekly Report, April 14, 1967,
p. 592.

2Packard, op. cit., p. 311.

3Congressional Quarterly Weekly Report, op. cit.
sidered legislation aimed at restricting the amount of wire-tapping but permitting use of wiretap evidence in national security prosecutions. No final passage was ever procured. During the Kennedy Administration, endorsement was made for proposals authorizing federal agencies to wiretap in cases of national security and organized crime. A somewhat more restrictive bill was sent to Congress providing those authorizations but limiting state wiretapping and outlawing all other private eavesdropping. Congress, however, once again failed to take action.

This pattern of inaction persisted until mid-1968. Despite President Johnson's call for a Right to Privacy Act in 1967, which would have limited all police and private wiretapping except federal law enforcement officers, who would be authorized by the President to wiretap or eaves-drop in national security cases, the legislative branch was reluctant to report any bill.¹

Moreover, pre-1968 Supreme Court decisions were likewise indecisive. Several Court decisions were previously based upon physical intrusion of privacy. This, however, evades the real issue of eavesdropping on privacy created by technological achievements. Although many points of law still need to be settled, in the Katz vs. U. S. ruling in

¹Ibid.
1967, the Supreme Court settled a major question, namely, whether a wiretap or eavesdrop constituted a "search or seizure" within the meaning of the Fourth Amendment. By a 7-1 vote, the Court held that a conversation was a "thing" that could be seized by a wiretap and that a wiretap was a "search and seizure" in the constitutional sense.\(^1\) The effect of bringing electronic surveillance within the Fourth Amendment was not to ban it but to require police to obtain warrants before placing a tap or bug.

Furthermore, the *Katz* decision overruled two long-standing decisions: *Olmstead vs. U. S.* (1928), which was the first wiretap case brought before the Court and *Goldman vs. U. S.* (1942). In the former decision, the Court there ruled by a 5-4 vote that use of wiretap evidence in federal courts did not of itself violate the Fourth Amendment protection against unreasonable search or the Fifth guarantee against self-incrimination. The second case was premised on the fact that the Court found no objection to the use of evidence obtained by a detectaphone placed against the wall of the defendant's room. The Court reasoned that since there had been no physical trespass, there was no violation of the Fourth Amendment. That theory was abandoned in *Katz*.\(^2\)

---

\(^1\)Adam Carlyle Breckenridge, *The Right to Privacy*, p. 22.

\(^2\)Packard, *op. cit.*, p. 316.
consensual bugging (bribe recording) by all government agencies in 1969 and 504 requests for 1970.¹

National Security Eavesdropping

Throughout the many years of prolonged debate on the issue of privacy-invading surveillance, there has been substantial unanimity that some kind of eavesdropping should be permitted in national security cases. In jurisprudential terms, the Supreme Court has never addressed the question of national security exceptions to requirements for court warrants in any and all searches and seizures. The Court, most probably, would never deny the President the right to act without a warrant, if no time existed to get one. But what if there is time?

The Omnibus Crime Bill institutionalizes the President's powers by saying that the Act shall not:

... limit the constitutional power of the President to take such measures as he deems necessary to protect the Nation against actual or potential attack... or to protect national security information against foreign intelligence activities... (Cr) to take such measures as he deems necessary to protect the United States against the overthrow of the Government by force or other unlawful means, or against any other clear and present danger to the structure and existence of the Government.²

¹Ibid.

...We have not argued against the need to get authorization for such a wiretap. Instead, we maintain that in national security cases the authorization required by the Constitution is that of the President of the United States, acting through his Attorney General, rather than that of a local magistrate.

The reasons for this authority pertain to the sensitivity of the information involved, and the unique position of the President to evaluate information submitted by several independent agencies within the intelligence community, especially compared to any magistrate.

Nevertheless, in an equivocally emphatic manner, certain reservations to this Justice Department assertion must be set forth. First, the power to engage in warrantless electronic surveillance and wiretapping in situations involving "national security," represents a danger to the free exercise of political freedom and the protection guaranteed under the Fourth Amendment. The forty-eight hour emergency tap exception in domestic or internal security, and the warrantless surveillance of foreign subversion has been dramatically extended by the Attorney General into a carte blanche to engage in electronic surveillance of Americans whenever he deems it important from a national security.


2 Ibid.
standpoint. Such action removes the constitutional check and balance between the judicial and the executive branches.

Secondly, this is not to dispute the Attorney General's premise:

Certainly, in this period of intensified organized crime activity, we cannot afford to shun a method that is both effective and compatible with constitutional law.¹

However, Assistant Attorney General William H. Rehnquist's testimony to the Senate Subcommittee on Constitutional Rights is more perplexing:

But it will come as no surprise, I am sure, for me to state that the Department will vigorously oppose any legislation which, whether by opening the door to unnecessary and unmanageable judicial supervision of such activities or otherwise, would effectively impair this extraordinary important function of the Federal Government.²

Yet, a distinction should be made between aliens and citizens and between emergency and non-emergency situations. No executive agency should have the right to eavesdrop electronically upon any citizen except under a court warrant, or in a national emergency. The power which is claimed for the

¹Congressional Quarterly Weekly Report, op. cit. p. 430.
²Rehnquist, op. cit., p. 248.
Attorney General, as a confidant of the President, is purely discretionary and contrary to the letter and spirit of Title III of the 1968 Act. As previously mentioned, neither the Congress nor the Supreme Court has defined precisely the national security case. PL 90-351 did, on the other hand, specify authorization procedure for seeking court warrant in national security cases and limited warrantless taps to emergency tap to last no more than forty-eight hours. The locus of discretion is not truly at issue because there are legalities to rule on and such legalities have always resided in the judicial branch. Moreover, the primary thrust of the Fourth Amendment has been to protect privacy by placing a judicial officer between the law enforcement officer and the individual. Clearly, the President nor the Attorney General fills this specification. Therefore, this authority to grant permission, indeed a legal warrant, should in national security cases be decided by a three-member judicial review board. These judges should be treated with the same accord as any member of the eleven U.S. Court of Appeals panel, but should be distinct from all other tribunals, and have no other duties except to grant or deny a warrant for electronic eavesdropping or wiretapping authority in national security cases. See 39-a, 39-b, § 39-c (Addendum).

This court of warrants shall consider no other cases except those pertaining to these surveillance activities so
This court of national security warrants will not need to be concerned with requests for wiretapping or electronic surveillance in cases where national security considerations are not at issue. Indeed, these cases are already provided for judicial consideration in sections of Title III of the 1968 Omnibus Crime Control and Safe Streets Act which specifies that warrants for cases where national security is not at stake necessitate court orders prior to any surveillance.

However, the court of warrants, heretofore described, will have a limited jurisdiction; that is to say, it will rule on the legality or illegality of requests for wiretapping and electronic eavesdropping in national security cases only. Previously, in these cases, the Attorney General of the United States had claimed discretionary power to determine when the national security was endangered, and when therefore, such surveillance methods should be employed. Moreover, these three judges would decide these requests for national security wiretapping in a fashion similar to a grand jury whereby they would determine whether the government's evidence indicated that indeed, the national security was threatened.

Nevertheless, this stringent limitation in the scope of activity of this court of warrants will not necessarily imply either an overworked or under-employed court. Instead, this circumscription in authority serves as an internal security check because these judges will be made privy to
information vital to the national security. Therefore, they should not be influenced by any other considerations while serving on this particular and highly unique court. Furthermore, this tripartite panel, in all likelihood, will not be any more overworked according to present statistical evidence provided by the Department of Justice, which places the number of national security wiretaps well under seventy-five in any one year (for example, on March 17, 1967 then-Attorney General Ramsey Clark told the House Judiciary Committee that he had about 38 national security wiretaps. Similarly, on February 14, 1970, Mr. J. Edgar Hoover testified that he had 36 telephone surveillances and two microphone installations in such FBI security cases). From the startling sameness of these estimates, one might conclude that the national security wiretaps are long-standing installations associated with foreign embassies and related installations and residences. Moreover, it is equally unlikely, that this court would become overburdened by a multitude of cases any greater than the Supreme Court of the United States which seems to survive its busy session each year. In addition, this court is only ruling on requests for national security wiretaps and it should leave the handing down of monumental judicial decisions with judicial philosophy to the Supreme Court. Furthermore, fear of an underemployed court of warrants should also be

clarified. Present statistics indicate that the court would have sufficient business with which to be concerned. However, the number of cases should not be the most important criteria used to measure the utility of this court. Instead, the need for the court of warrants should be evaluated in terms of whether it will serve the interests of those agencies dedicated to protecting the national security, and at the same time, the individuals right to privacy.
as not to interfere with the appeals process of the Federal Judiciary. Furthermore, these three judges should be appointed by the President with the advice and consent of the United States Senate, similar to all other nominations. Finally, to avoid any buildup of bureaucratic anomalies; this tripartite judicial panel should be rotated every two years. Wiretap authorizations should be limited to 45 days, renewable for extensions of 20 days. This panel should be instructed to make sure that all material obtained pursuant to court authorized surveillance would be required to be destroyed unless actually introduced as evidence in a criminal matter.

Moreover, the Federal Communications Commission should wake up to its responsibility for policing the nation’s telephone lines to ensure privacy including locking all terminal and feeder boxes. In particular, as in the surveillance operations of the Army, public officials must be exempt from any eavesdropping attempts and repeat of the Boggs wiretap thoroughly investigated, and if it did occur, by the FBI should be prohibited.

These measures are not designed to hinder crime-prevention and crime-protection efforts. The large number of arrests, particularly in the field of organized crime and

1Packard, op. cit., p. 315.

However, a period of sixty days would be recommended at the present time, for destroying all material not used in criminal prosecution which was obtained through surveillance activities. The duration of this period, however, should be thoroughly investigated and studied in view of the present day problem of a slow, lengthy judicial process of case handling.
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7/30/70 | 116 | 155
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"Announcement of Hearings on Computers, Data Banks and the Bill of Rights." (Describes Feb-March 1971 hearings; witnesses, issues; more examples of government computer systems and data banks for intelligence purposes.)
<table>
<thead>
<tr>
<th>DATE</th>
<th>VOLUME</th>
<th>NUMBER</th>
<th>PAGE</th>
<th>DESCRIPTION</th>
</tr>
</thead>
<tbody>
<tr>
<td>5/13/71</td>
<td>117</td>
<td>70</td>
<td>S6861</td>
<td>Statement of Christopher Pyle, lawyer and former U.S. Army Captain in Army Intelligence; history of CONUS Intelligence program for recording civilian activities; other government gathering and storage of data for intelligence purposes.</td>
</tr>
<tr>
<td>5/18/71</td>
<td>117</td>
<td>73</td>
<td>S2701</td>
<td>Statement of Ralph M. Stein, former analyst with U.S. Army Intelligence. Describes operation of Army program; analysis and use of dossiers; computerizing and micro-filming of data.</td>
</tr>
<tr>
<td>5/19/71</td>
<td>117</td>
<td>73</td>
<td>S7313</td>
<td>Statements of John M. O'Brien, Edward Schier, and Laurence F. Lane, former Army intelligence agents. (Description of their data-gathering activities in Army surveillance program.)</td>
</tr>
<tr>
<td>5/26/71</td>
<td>117</td>
<td>79</td>
<td>S7838</td>
<td>Statement of Robert F. Froehlke, Assistant Secretary of Defense for Administration. Describes history of Army surveillance for civil disturbance purposes; theory, legality of program; cites statistics for many other military data banks and computerized information systems.</td>
</tr>
<tr>
<td>6/14/71</td>
<td>117</td>
<td>90</td>
<td>S8947</td>
<td>Statement of Alexander Polikoff, counsel for the American Civil Liberties Union in its suit against the Defense Department concerning Army domestic surveillance. Describes findings of fact on the Army program as introduced into Federal District Court in Chicago.</td>
</tr>
<tr>
<td>6/29/71</td>
<td>117</td>
<td>100</td>
<td>S10224</td>
<td>Statement of William H. Rehnquist, Assistant Attorney General. Discusses the constitutionality and legality of Army surveillance as well as Justice Department and other government data-gathering.</td>
</tr>
<tr>
<td>7/23/71</td>
<td>117</td>
<td>119</td>
<td>S12390</td>
<td>Statement of Elliot L. Richardson, Secretary of Health, Education, and Welfare, on data programs of his department, on need for controls, and on use of social security number as a universal identifier.</td>
</tr>
</tbody>
</table>

Hearings conducted before Senate Constitutional Rights Subcommittee on February 23, 24, 25; March 2, 3, 4, 9, 10, 11, 15 and 17, 1971.
Vinson, Eric H.
Conference on the
Boundaries of Privacy
Woodrow Wilson School of
Public & International Affairs
December 29, 1971

THE SCOPE OF SURVEILLANCE ACTIVITY